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1. Introduction

1.1. What is FACES?

The Federal Transit Administration (FTA) maintains several web-based software
systems that reside on the same FTA platform. The FTA platform is accessed via the
website, https://faces.fta.dot.gov/suite/. The systems on this FTA platform include
the Transit Award Management System (TrAMS), the National Transit Database
(NTD), FTA Discretionary Grant System (DGS), the Joint Procurement Clearinghouse
(JPC), and the FTA Access Control and Entry System (FACES). TrAMS is FTA’s
system for awarding and managing federal grants. NTD is FTA’s system for tracking
transit statistics on American transit systems. The JPC is available to FTA grant
recipients for communicating about procurement needs and soliciting partners for a
joint purchase. DGS is FTA’s system for approving or rejecting grant applications and
preparing funding scenarios. FACES is the user creation and management system
for each user on the FTA platform. All other software systems on the FTA platform
rely on FACES for user management functions. Within FACES, each software system
has its own set of user roles access privileges.

2. User Access

2.1. New User Account Creation

User access to each of the FTA software systems on the FTA platform,
https://faces.fta.dot.gov/, is granted by either an organizational User Manager (UM),
Local Security Manager (LSM), or Global Security Manager (GSM) within the
appropriate system. An individual with one of those roles can create user accounts and
assign users an initial suite of roles. Once an account has been created, the user will
receive an automated email notification containing their username and access/login
instructions,

e Username — all usernames are initially set to the email address associated with
the user’s account. The username cannot be changed. If a user needs to update
their email address, they will need to contact FTAITHelpdesk@dot.gov for
assistance.

2.1.1 Non-FTA User Setup

New non-FTA users will receive an automatic email notification from FACES
once their account is created. It will look like the one below. If you need an
account on the TrlAD platform, then reach out to your User Manager or Local
Security Manager.

User Guide, 6.5 UNCLASSIFIED Page 6 of 140
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From: FACES System Administrator
Subject: Hew Account Created on FTA Platform

Dear Joe Do,

£ oW UsEr account has been created foryou on the Federal Transit Administration’s {FTAS) Transie Integrated Applan
Development (TR Flatiorm. This account provides you acoess to the State Safety Owersight Reporting (350R)
applicatians].

Wour username b: testoreate email2 @ gmail.com

The fallowing roles have been requested far your account:

Application Fole Access Control Group  Cost Center/Organization Status

==0R Primary 550R Local Security  Arizona Department of
Reporter Managers (LSMs]) Tranaportation (ADOT)

fyou have roles that are ina requested status, you will receive an emall notification when the rale has been reviewed
by thie approver.

Approved

Ta log in ta your account as an FTA User,

50 to hittps: ffaces fta_dot gerefsusite)f
#Reac and agree to the “System banner

@ Click on *of you are an FTA User, dick this link to kogin® if you are an FTA User
#Click on *H you are an External User, click this link 1o log in” if you are an External User

fyouare an FTA Wzer and you are unable to log in, contact your FTA supenvisor. IF you are an Extermal User and are
wnable to log in, contact your organization User Manager or FTA Regional Office.

fyou need assistance, please contact the FTA Applications Help Desk at FTAIT-tIEctskEuuunu.
Faderal Transit Administration
Fittpss/ fwisiw trans portatian gowy/

Unlted States Department of Transpartation
1200 Mew Jersey Ay SE, Washingban DC 20530

S*%% Thii b o dypatem geeerated emal. Fleair do sof mply.

1) Using the email, select the URL (internet link) to access the site,
https://faces.fta.dot.gov/.

2) Read the security policy and select | AGREE.

U.5. Depornmen? of Transportosicon
Federal Transit Administration

WARNING WARNING WARNING
You have accessed a U S. Government information system, which Includes (1) this
computer, (2) this network, (3) all computers connected to this network, and (4) ail
devices and storage media attached 10 this network or 1o a computer on this
network. U S. Government Information systems are provided for the processing of
official U.S. Government information only. Unauthorized or improper use of this
information system is prohibited and may subject you 1o disciplinary action, as well
as civil and criminal penalties. All data contained on U.8. Government information
systems is owned by the U.S. Government and may, for the purpose of protecting
the rights and property of the U.S. Government, be monitored, intercepted,
recorded, read, searched, copied, or captured in any manner and disclosed or used
for any lawful government purpose at any time. THERE IS NO RIGHT TO
PRIVACY IN THIS SYSTEM. System personnel may give to law enforcement v

Atininle Aan natantial smadanan Af oriman faund an LL S M auammaant infarmmatian

| AGREE

3) On the login page, select the If you are an External User, click this
link to log in link next to Sign In.
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U.S. Department of Transporiation
Federal Transit Administration

Forgot your password?

If you are an FTA Employee, click this link
to login

If you are an External User, click this link
to login

4) Users will be redirected to Login.gov where all External users will

need to initially create and register an account.

User Guide, 6.5
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5) If this is the first-time using Login.gov the user will need to Click on
Create an account.

U.S. Department of Transporiation
Federal Transit Administration

8o @

devs is using login.gov to allow you to
sign in to your account safely and
securely.

D LOGIN.GOV

Email address

[ Show password
Password

l Create an account l

gn in with your government employee IL

6) Enter your email and check off the box accepting login.gov Rules of

US. Depariment of Transportation
BLOSIN SO¥ Federal Transit Administration
Create your account
Enter your email address
Select your email language preference
login.gov allows you to receive your email communication in English,
Spanish or French
[ © English (default
(O Espafiol
D) Frangais
[ Check this box to accept the login.gov Rules of Use 2
Privacy Act Statement
User Guide, 6.5 UNCLASSIFIED Page 9 of 140
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7) Login.gov will send you a “Confirm Your Email” email. In that email,
click on “Confirm email address”.

D LOGIN.GOV

Confirm your email

Thanks for submitting your email address. Please click the link
below or copy and paste the entire link into your browser. This
link will expire in 24 hours

Confirm email address

b5 Map.INCIdeny sanapox. govision_upremail/confirm?
_request_id=152a7348-024b-4fh3-9751-
2e83e10f6e70&confirmation_token=zyDhzaedCEXBLpRixRby

Please do not reply to this message. If you need help, visit
v login.govihelp

About login.gov | Privacy policy

8) The user is redirected back to login.gov and is asked to create a strong
password and click Continue.

U.S. Department of Transporiation

U LOGIN.GOV Federal Transit Administration

@ You have confirmed your email address

Create a strong password

It must be at least 12 characters long and not be a commonly used

password. That’s it!

O Show password
Password

word strength: Great!

9) Select one of the five authentication method options and follow the
setup instructions.

1) Security Key - A security key is typically an external physical
device, like a USB, that you plug into your computer. The key
is linked to your accounts and will only grant access to those

User Guide, 6.5
FACES
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accounts once the key is plugged in and activated. Login.gov
requires security keys that meet the FIDO (Fast Identity Online)
standards.

Government Employee ID - Physical PIV (personal identity
verification) cards or CACs (common access cards) are secure
options for federal government employees and military
personnel. These cards, with encrypted chip technology, are
resistant to phishing and difficult to hack if stolen.

Authentication Application - Authentication applications are
downloaded to your device and generate secure, six-digit codes
you use to sign into your accounts.

i. Google Authenticator
ii. Authy

iii. LastPass

iv. 1Password

v. OTP Manager

vi. Authenticator

This method offers more security than phone calls or text
messaging against phishing, hacking, or interception. A one-
time passcode is generated by the application each time you
sign in to login.gov.

Phone - A unique security code is sent to that phone number
via SMS or phone call each time you sign in to your login.gov
account. Each security code expires after ten minutes and can
only be used once. You will receive a new security code each
time you sign in to your login.gov account.

Backup codes - are an accessible option for users who do not
have access to a phone. However, backup codes are the least
secure option for two-factor authentication. Login.gov will
generate a set of ten codes. Backup codes must be printed or
written down which makes them more vulnerable to theft and
phishing. After you sign in with your username and password,
you will be prompted for a code. Each code may be used only
once. When the tenth code has been used you will be
prompted to download a new list.

User Guide, 6.5
FACES
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e U S Department of Transporiaton

U LOGIN.GOV PR s

Authentication method setup

Add a second layer of security so only you can sign in to your

account

© Keep this information safe. You will be locked out and have
to create a new account if you lose your authentication

method

Select an option to secure your account:

(O Security key
Use a security key that you have. IU's a physical device that
you plug in or that is built in to your computer or phone (it

often looks like a USB flash drive). Recommended because 1t

MORE SECURE

s more phishing resistant.

O Government employee ID

Insert your government or military PIV or CAC card and enter
your PIN.
MORE SECURE

() Authentication application
Get codes from an app on your phone, computer, or tablet

Recommended because itis hardes to intercept than texts or

SECURE

phone calls

O Phone

acurity codes by text message (SMS) or phone call

Please do not use web-based (VOIP) phone services.

LESS SECURE

(O Backup codes

We'll give you 10 codes. You can use backup codes as your

only authentication method, but it is the least

recommended method since notes can get [ost. Keep them

LEAST SECURE

nasale place

incel agoount creation

Once the authentication method has been set up, the user will
be redirected to sign in to Login.gov using the credentials just
created.

User Guide, 6.5
FACES
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D LOGIN.GOV

Sign in
Email address

external.user@email.com

Password

essscscsssssnca

’ Create an account

Sign in with your government em

7) The user will be directed to the FTA Homepage.

# Welcome to FTA TAD Platform

Q@ TrAMS ¥ S NTD % RSMs 44
12 OTrak ¥r ¥ DGS L SSOR

B FTA CRM % @ CcovID-19 Form v B ECHO-Web M w
o2 FACES w

2.1.2 FTA User Setup

New users will receive an automatic email notification from FACES once their
account is created. If you need an account on the TrlAD platform, then reach
out to your User Manager or Local Security Manager.

1) The email will be formatted much like the one below:

User Guide, 6.5 UNCLASSIFIED Page 13 of 140
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From: FACES System Administrator
Subject: New Account Greated on FTA Platform

Dear Joe Do,
A new user account has been created for vou on the Federal Transit Administration's (FTA's) Transit Integrated Applan
Development [JHAR) Platform. This account provides you access to the State Safety Oversight Reporting |S5CR)

applicatiands).

Tour username i testcreake.emalll EEI‘I’ all.com

The fallewing roles have been requested for your account

Application Fole Access Control Group  Cost Center'Organization Status

Prirnary S50R Local Security  Arizona Department of 2
Reparter Managers (L5Ms) Transportation (ADOT) Re

fyouw have roles that are in a requested status, you will receive an email notification when the role has been reviewed
by the approver.

SS0R

T log In to your account as an FTA User,

G0 b https: ffaces. fia_ dot gowsuwite

=Read and agree ta the “System banner*
#Click on *f yow are an FT& User, dick this link to login® if you are an FTA User
#Click on *d you are an External User, click this link to bag in" if you are an Exkernal User

Fyou are an FTA& User and you are unable ta log in, contact your FTA supemisor. If you are an External User and are
unable ta log in, contact your organization User kManager or FTA Regional Office.

fyou need assistance, please cantact the FTA Applications Help Desk at FTAIT:elpdeshidot gov.

Faderal Transit Administration

ht|ES l_'.'WWW.'IHIF.!EGH aticin E!:l\'l_'

United States Department of Transpartation
1200 Mew Jersey Av 5E, Washington OC 20530

#+9¢ Thi Is o spatem geaerated emal Fleaie de 2ot riple

2) Using the email, select the URL (internet link) to access the site,
https://faces.fta.dot.gov/.

3) The user will be automatically logged while inside the network or
using VPN.

# Welcome to FTA TrIAD Platform

1 L
Welcome to the Transit Integrated Appian Platform!

D 2204 10:36 AM EST

@ TrAms % S NTD % Rsms b4

safety

L4 SSOR

22 OTrak w

vaidstion a 0

B FTA CRM % @ CoVID-19 Form ¥ B ECHO-Web w

Transit COVID-18 Response Program ECHO-Wob Payment Request System

Contact Relationship Management

& FACES w

User Guide, 6.5 UNCLASSIFIED Page 14 of 140
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All new users will have to set up Security Questions and Answers
(Q&As) to ensure the security of the account and to provide a
mechanism to re-establish access when lost due to a lockout, etc. Itis
strongly recommended that all users set up account security
questions. Click on, “Click here to finish setting up your Security
Questions and Answers” to continue.

4) On the Manage Security Questions page, select three questions and
provide appropriate answers that can be easily recalled when needed.
A few rules apply to the setting of Security Q&As:

a. All users can set up and manage three (3) security
questions through the Manage Security Questions page.

b. Questions must be selected from an FTA approved list and 3
distinct questions must be selected.

c. Answers must contain at least three (3) characters and the same
answer cannot be used for more than one question.

d. Answers are case insensitive (e.g., “dog” is the same as
‘6DOG”)'

e. Once questions are established, users must correctly answer
their existing questions to change them. Section 5.2.3 address
how to change existing security questions.

5) Click Submit.

Manage Security Questions

Annmnr = RECyE nrsar ©
Queschan 2 *

Anamur * Mtype Anear ®

Angwes ReType Snwer *

6) Users will receive an automated email notification that their questions
have been updated.

2.2. Logging In

FACES manages user access to the FTA platforms via the FACES login page,
accessed via a web browser. Two login methods are available, but one is only
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accessible to FTA employees using FTA’s internal network. User access to software
systems like TTAMS and NTD is based on the user’s assigned Roles.

2.2.1 Standard Login (Non-FTA Employee)
Non-FTA Employees will be redirected to Login.gov for authentication.

To login:

1) Open a web browser and enter the FACES URL,
https://faces.fta.dot.gov/.

U.5. Depanmen? of Transportoticn
Federal Transit Administration

WARNING WARNING WARNING
You have accessed a U S. Government information system, which Includes (1) this
computer, (2) this network, (3) all computers connected 10 this network, and (4) al
devices and slorage media attached 10 this network or 1o a computer on this
network. U S. Government information systems are provided for the processing of
official U.S. Govermnment information only. Unauthorized or improper use of this
information system is prohibited and may subject you lo disciplinary action, as well
as civil and criminal penalties. All data contained on U.S. Government information
systems is owned by the U.S. Government and may, for the purpose of protecting
the rights and property of the U.S. Government, be monitored, intercepted,
recorded, read, searched, copied, or captured in any manner and disclosed or used
for any lawful government purpose at any time. THERE IS NO RIGHT TO
PRIVACY IN THIS SYSTEM. System personnel may give to law enforcement

Attininle Am natantial mddanan Af arimaa fand an LL S S auammant infarmaatian

I AGREE

~

2) Read the security policy and click | AGREE.

3) On the login page, select the If you are an External user, click this
link to log in link next to Sign In.

U.S. Department of Transportation
Federal Transit Administration

Forgot your password? m

If you are an FTA Employee, click this link
to log in

If you are an External User, click this link

to log in
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4) Users will be redirected to Login.gov where all external users will
need to sign in with the account that was created in section 2.1.1 and
will need to be authenticated with the authentication method that was
set up.

D LOGIN.GOV

Sign in
Email address

external.user@email.com

Password

‘ Create an account

Sign in with your government em

=

5) The user will be taken to the Homepage, where the user has the option
to click the system they wish to use. If the user has access to more than
one FTA platform (TrAMS, NTD, DGS, SSOR or FACES) all those
options will be available to click.

@ TrAMS % ENTD % Rswms :> *
Transit Award Management System National Transit Database Safety Management System Report

I~ OTrak % % DGS Ll SSOR
Oversight Trackin Disc State Safety Oversight Reporting
B FTA CRM % @ COoVID-19 Form ¥ B ECHO-Web w

@ FACES w

User Management
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2.2.2 FTA Employee Login

FTA employees should access FACES via the FTA network.
To log in:

1) Open a web browser and enter the FACES URL,
https://faces.fta.dot.gov/.

U.5. Deponment of Tronsportotion
Federal Transit Administration

WARNING WARNING WARNING A
You have accessed a U S. Govemment information system, which Includes (1) this
computer, (2) this network, (3) all computers connected 1o this network, and (4) ail
devices and storage media attached 10 this network or to a computer on this
network. U S. Government information systems are provided for the processing of
official U.S. Government information only. Unauthorized or improper use of this
information system is prohibited and may subject you 1o disciplinary action, as well
as civil and criminal penalties. All data contained on U.S. Government information
systems is owned by the U.S. Government and may, for the purpose of protecting
the rights and property of the U.S. Government, be monitored, intercepted,
recorded, read, searched, copied, or captured in any manner and disclosed or used
for any lawful government purpose at any time. THERE IS NO RIGHT TO
PRIVACY IN THIS SYSTEM. System personnel may give to law enforcement

AtiaLals An natantial sadanan Af arimaa faund an LL S M auammaant infarmmatian

| AGREE

2) Read the security policy and select | AGREE.

3) On the login page, select the If you are an FTA Employee, click this
link to login link.

U.S. Department of Transportation
Federal Transit Administration

Forgot your password? m

If you are an FTA Employee, click this link
to log in

If you are an External User, click this link

tologin
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4) FTA Users will be automatically taken into the TrlAD Platform home
page if they are in FTA network or logged into VPN.

5) On the Homepage, the user has the option to click the system they wish
to use. If the user has access to more than one FTA platform (TrAMS,
NTD, DGS, SSOR or FACES) all those options will be available as an
option on the Homepage.

gl =93 : i - \TH W07
@ TrAMS % ENTD % Rsms W

122 OTrak W # DGS Lul SSOR

B FTA CRM % @ CovID-19 Form v B ECHO-Web w

Transit COVID-19 Response Program ECHO-Web Payment Request System

o5 FACES w

2.2.3 Setting A Default System

The Homepage has the option for a user to select an FTA System to become
the default system they log into the next time the user logs in. This is done
by clicking on one of the stars next to the system you wish to make your
default.

@ TrAMS fr SN % Rsms :> %

&2 OTrak Y ¥ DGS L4 SSOR
i
550
B FTACRM % @ CoVID-19 Form v B ECHO-Web w
&2 FACES w
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When a default system is selected, the next time a user logs in, they are
taken to the default system and bypass the Sites Splash page.

2.2.3.1 Changing User Default System or Return to Homepage

If a user wishes to change their default system to another system, they
can do so by returning to the Homepage. To return to the home page,

1) Click on the NAVIGATION button at the top right corner,
next to the avatar.

Records Reports Actions

portation

3 NEWEST ~
btration

No tasks available

view

2) Inthe drop-down menu, find Home and click on it.

2t O Appian

Admin Console

Appian Designer
Cloud Database

rol Entry System - Patch -
System Logs

Discretionary Grants

Equal Employment Opportunity
Fatal Flaw Review

FTA Procurement Clearinghouse

_‘

- 2020-04-07_1743.zip. 550R Management
SSOR Validation

v
Ctatn Cafatve Nunrciaht Danarting
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3) The user is taken back to the Homepage and can select another
system to make a default system.

# Welcome to FTA TrlAD Platform

@ TrAMS % ENTD v sms w

safety Management System Report

I~ OTrak Y ¢ DGS Ll SSOR

Ovarsight Trackiog System Dldtrationary SractsByster Stata Safity Ovensight mapoctig

B FTA CRM % @ COoVID-19 Form v B ECHO-Web w
%2 FACES w

4) The next time the user logs in, they will then be taken to the
new default system.

2.2.4 System Announcements

System Announcements are often needed to communicate to users about
important information. When an announcement is created, it is posted in a
yellow banner in the Homepage as shown below.

2

L AR . - .

Y

Welcome to the Transit Integrated Appian Platform!

Current user: System Administrator, FACES
Last Login Date: 1/28/2020 8:14 AM EST

@“‘ System Announcements & ACKNOWLEDGE

o Just for today and tomorrow announcement

@ TrAMS v £ NTD Y¢ |2 OTrak bk

Transit Award Management System National Transit Database Oversight Tracking System

- DGS Ll SSOR % FACES *
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All users regardless of having set a default system (4.2.3 Setting A Default
System) or not, will be redirected to the FTA Homepage when they log in.
System Announcements will remain visible on the Homepage until they
expire. The user can bypass being automatically directed to the Sites Splash
page when they log in by acknowledging the System Announcement.

To acknowledge the System Announcement(s), click on ACKNOWLEDGE to
the right of the banner.

NS

o i 5/l AN\

Welcome to the Transit Integrated Appian Platform!

S

Current user: System Administrator, FACES
Last Login Date: 1/28/2020 8:14 AM EST

@“\ System Announcements —
o Just for today and tomorrow announcement
=
@ TrAMS w ENTD w |~ OTrak A
Transit Award Management System National Transit Database Oversight Tracking System
% DGS lul SSOR & FACES *

The next time the user logs in, they are directed to their default system if
they elected one. However, anytime there is a new System Announcement,
the user will always be directed to the FTA Home page when they login until
they have acknowledged the announcement.

2.2.5 Accessing User Record
A user can access their own profile in two different ways: from either the
Account information area or through the Records tab.

To view your own Profile from the Account information area:

1) Select the down arrow next to the user’s name to reveal the dropdown
menu and click Profile.

Settings

Sign Out
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2) The user records Summary Page displays.

Tflahsithider, Sophia (transit.user@fake.com)

)

Sophia Transit-Rider

2.3. Account Information

2.3.1 Non-FTA User Setup

FACES stores user profile information such as name, username, address,
contact information, security questions, and PINs. User information displays on
the user’s record as discussed in Section 6.4. Users can self-manage security
questions and PINs (no other user can set up security questions or PINs for
another user). Administrators and appropriate chain of command (e.g., User
Managers) can modify specific user profile information and role assignment.

There are explicit rules controlling access to user information within the system:

1)
2)
3)
4)

5)

6)

FTA users cannot edit their Profile information (this is automatically
handled via a nightly data sync with FTA systems).

Non-FTA users can edit all Profile information other than their

username AND email address.

User Managers can edit Profile information for users in their
organizations.

Local Security Managers (LSMs) can edit the user Profile of users in
their FTA Regions/Cost Centers.

Global Security Managers (GSMs) can edit the user Profile of any
non-FTA user in their system (e.g., a TTAMS GSM can manage the
profile of any non-FTA user in TTAMS).

All users can self-manage their security questions and, if applicable,
their PINSs.

2.3.2 Account Settings

The account settings page provides a way for the user to manage their own
preferred localized settings for date/time formats, language, and time zone.

User Guide, 6.5
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Non-FTA users can also change their password via the settings page. The
following settings can be adjusted:

e Language

e Time Zone

e Calendar Type

e To access user account
Settings:

1) Select the icon (circular image) in the top right-corner of the screen to
reveal a dropdown menu and click Settings.

User Management ~ O @ “oomis e Aovranrer

Signed in as Amanda Um

TE MULTIPLE USERS
& PROFILE @ € SETTINGS SIGN OUT

2) The General tab displays.

Settings

Password Third-Party Credentials Email Motifications Mobile Motifications Accessibility
Language

| Use system default: English (United States)

Time Zone
Use system default: (UTC-05:00) Eastern Time (America/New_York); {UTC-05:00) Eastern Time (America/New_York)
Calendar Type

Use system default: Gregorian

CANCEL SAVE CHANGES

3) Using the dropdown lists for Language, Time Zone, and Calendar
Year, make whatever adjustments are necessary.

Note: At present, English is the only language available for selection.
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4) Click Save Changes to update the settings.

2.4. Passwords

Login Passwords are handled differently for FTA Employees and Non-FTA Employees. Please
make sure to review the appropriate password related sections for FTA or Non-FTA
Employees.

2.4.1 Forgotten Passwords (FTA Employees Only)

If the user has forgotten their password, they will need to contact 5-Help to rest
their password.

e Internal: 5-HELP (x5-4357)
o External: (202) 385-4357
e Toll-free: (866) 466-5221

2.4.2 Forgot Login.gov Password (Non-FTA Employees Only)

If a non-FTA Employee has forgotten their password, they can reset it by using
a link on the Login.gov screen.
To reset a forgotten password:

1) On the Login.gov sign in screen, click on Forgot your password?

devs is using login.gov to allow you to
sign in to your account safely and
securely.

Email address

Password
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2) Enter the users email address and click Continue.

Forgot your password?
on't know your password? Reset it after confirming your ema

address.

Email

U LOGIN.GOV

Reset your password

To finish resetting your password, please click the link below or
copy and paste the entire link into your browser.

Reset your password

https /Adp.intidentitysandbox gov/users/password/edit?
reset_password_token=SZifXq-Fmalh61H-yK3u

This link expires in 6 hours

Please do not reply to this message. If you need help, visit
www_login gov/help

About login.gov | Privacy policy

password and click on Change password.

Change your password

New password

----------------

Pasaword strength: Great!

Change password

‘ Password safety tips +

3) Look for an email “Reset your password” from Login.gov and click on
Reset your password link in the body of the email.

4) User is taken to Login.gov page to change the password, enter new

User Guide, 6.5
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5) The user can sign in using their email and newly created password.
2.4.3 Reset Login.gov Account (Non-FTA Employees Only)

If a user is unable to login to Login.gov using their password and authentication
method(s), they will need to delete their account. As a security measure,
Login.gov requires a two-step process and 24-hour waiting period if you have
lost access to your authentication methods and need to delete your account.

1) Sign in with your email and password.

2) On the authentication page (enter your security, app, or backup code;
PIVI/CAC card; or security key), click on “Choose another security
option”.

D LOGIN.GOV

Present your PIV/CAC

Present the PIV/CAC that you associated with your account.

Present PIV/CAC card

Don’t have your PIV or CAC available?

Choose another authentication method I

Cancel

3) Scroll to the bottom and click on the “deleting your account” link.
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D LOGIN.GOV

Select your authentication method

You set these up when you created your account

© Text message
Get security code via text/SMS or phone call to ***-
*a041.

O Automated phone call
Get security code via text/SMS or phone call to ***-
4041

O Government employee ID

Use your PIV/CAC card instead of a security code.

If you can't use any of the authentication methods above, you can

reset your preferences by deleting your account.

Cancel

4) Read through all the information carefully to make sure deleting your
account is your only option.

5) Click on “Yes, continue deletion”.

6) You will receive two emails.

The first email confirms Login.gov received your request. Your
account is not yet deleted. Additional action is required.

The second email is sent to you 24 hours later. Follow the
directions in that email to complete the deletion process.

User Guide, 6.5
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. System Layout

The software systems residing on the FTA Platform, https://faces.fta.dot.gov, all share a
common layout. This section provides a high-level view of the system and how to
navigate, find, and work with data.

3.1. Account Information

Account Information provides access to information specific to the user. It lists the
user’s first and last name. By selecting the username, the user will be presented
with the following three options:

1) Profile — Provides a means for the user to view and update their individual profile
information, and to set their Personnel Identification Number (PIN). Refer to Section
4, for more details.

2) Settings — Opens the Settings Page where the user can select language and time
zone and subscribe to news feeds. Non-FTA users can also change their password
here.

3) Sign Out — Select Sign Out to log out and exit FACES.

User Management ~ n

Signed in as FACES System Administrator

& PROFILE £ SETTINGS @ SIGN OUT

3.2. Manage Users

The Manage users tab provides access to view all users that the logged-in user is
approved to see (generally, users within their same organization). More information
on the content of user records is in Section 3.4 of this user guide.
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L]
HELP CENTER User Management ~ Q) s Yot Azmramancn

+ & CREATE NEW USER || + g CREATE MULTIPLE USERS
vReport Filter Criteria
System TrAMS - Cost Center
Role Category - User

Access Control - Name
Group

Organization
Role Submitter o~

2 Display individual Roles in Grid

CLEAR FILTER(S)

Username T Name (Last, First) System Organization Role Last Certified Date  Created Date Modified Date Last Login Date Status

2:08PM

dot.at

Selecting a specific record displays a User Summary Page, containing detailed
information associated with that selected user. The specific pages of the user
record are discussed in Section 3.4.

3.3. Actions

The Actions tab provides a list of actions that the logged-in user is approved to take
within the system. In general, FACES actions are only visible to users with user
management roles (e.g., User Managers, Local Security Managers, and Global
Security Managers). In the case below, the User Manager is presented with a list
allowing them to create and manage users (even multiple users), manage role
documentation, review unlock requests, and perform searches for specific records.
Users will see other actions specific to their roles in the other FTA software
systems. The Actions available to any user are limited to their role(s).
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[

MANAGE USERS |  ACTIONS REPORTS HELP CENTER User Managemert n ) Srbmi i Awe

&

Assign Bulk Roles Create Create Multiple Users

(5] & o
Recertify Users Remove Bulk Roles Review Role Requests
- (4] ]
Review Unlock Requests Manage Access Control Groups Manage Recertification
@ ]
Manage Role Documentation Manage System Announcements

Selecting a specific Actions displays detailed information related to the Actions. The
specific pages of the Actions are discussed in Section 6.5.

3.3.1 Action: Send Ad-hoc Emails (GSMs Only)

The Send Ad-hoc Emails action is available for all GSMs. This action can be
used to send system-specific and user-specific emails for general information
purposes.

Lt
REPORTS HELP CENTER User Management ~ ) 4

Review Unlock Requests Manage Access Control Groups Manay ati
Approve or Reject Lnjock Request: Contro! Groups and Manage Org: stion
“
Manage Role Documentation Manage System Announcements Bulk Unlock Users
¢ or Remave Role justification Dacun Manage System Announ Iniock Users in Buk

To create and send an Ad-hoc email:
1) Under the Actions Tab click on Send Ad-hoc Emails.

2) On the next page the GSM can use the User Filters section to narrow
down the audience for which the Ad-hoc email is intended for.
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Send Ad-Hoc Email

v User Filters

system Role Category
User Type Role
Send To All Users? Include Help Desk Information? User status
Yes Yes B Active [ Locked

o all Active and Locked users in the system  This will include relevant Help Desk information in the
footer of the email,

v Email Details

Subject *

Body*

[+1show formatting instructions

CANCEL

In the Emails Details section, the GSM enters the Ad-hoc email
message.

Send Ad-Hoc Email

v User Filters

system Role Category
User Type Role
Send To All Users? Include Help Desk Information? User Status
Yes Yes B Active [ Locked
d Locked users in the system  This willinclude relevant Help Desk information in the

This will send to all Active an

ter of the ema

v Email Details

subject*

Body*

T O T T o CCtOTD

CANCEL

Additional formatting instructions are available by clicking on [+]
Show Formatting Instructions.
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Send Ad-Hoc Email

v User Filters

v Email Details

Subject *

Body*

CANCEL

Active

system Role Category
User Type Role
Send To All Users? Include Help Desk Information? User Status

Locked

5) After completing the email, click “Next” to go to the next screen.

6) On the confirmation screen, the GSM can review all the details

7)

pertaining to the ad hoc email.

Towards the bottom of the page there is a warning banner which will
show the number of users to whom the ad-hoc email will be sent. The
GSM may click on Proceed and Send Test Email. This will send the

GSM a test email.

Ad-hoc Email Confirmation

vSelected Filters
System FACES
User Type FTA

Send To All Users? No Include Help Desk No
& Information?

vBasic Information
Subject Reminder
Body This is a friendly reminder that training certificate submissions are due at this time.

Recipient Type Bcc

vEmail Recipients

Role Category Global Users
Role N/A

User Status Active, Locked

Submitting this form will send an email to 15 user(s). To submit this form you will need to click the proceed and send test email button which will send a test email to your email
address on record. Please validate all information before submitting. This action should not be run during peak business hours.

Username 1 system(s) User Type Email Address Status
aaria.supervisor@dot.gov FACES FTA example@example.com Active
abby.edm\mi('alor@dct‘go\' FACES FTA sunjida.alam@hil.us Locked
demo.dgs.gsm21@dot.gov FACES FTA dgsgsm@example.com Active
demo.ntd.gsm21@dot.gov FACES FTA brian.anderson@hil.us Active
demo.ssor.gsm21@dot.gov FACES FTA brian.anderson@hil.us Active

1-50f15 > »

PROCEED AND SEND TEST EMAIL

CANCEL  BACK

SEND TEST EMAIL

8) Any changes can be made to the email by clicking on Back.

9) When ready to send the final email, click on Submit.
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3.4. Reports
3.4.1 User Details Report

The Reports tab contains all reports that the user has access to. The purpose of
this report is to provide a way to search for users by different characteristics.
The logged-in user can only search for other users that he or she is approved
to see (the same set of users that displays on the User records list in Section
3).

4 I}

Selecting an individual report from the list will launch the report process that
presents the finished report details to the page. Selecting User Details Report
from above presents:

vReport Filter Criteria

System - Cost Center -
Role Category - User

Access Control - Name
Group
Status | | Active
Organization @ Locked

Role - Deactivated

Display individual Roles in Grid CLEAR FILTER(S)

Users

Last i .
Name (Last, Access Control Cost I : Created Modified Last Login

Username i { = System Organization Role Certified ” 8!
Group Center Date Date Date

" Status
First,
) Date

The report page provides several ways to filter the data presented. In most
cases, the report filter is pre- determined by the logged-in user’s
characteristics (Role Category, Access Control Group, Cost Center and/or
Organization). The filter can be further limited by Username, or by partial
name (first or last). The list can also be filtered by users who are Active,
Locked, or Deactivated.
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+ & CREATE NEW USER + 8 CREATE MULTIPLE USERS

v Report Filter Criteria

System t z - Cost Center  Se/ect (st (e -
Role Category  Sc/oct v User
Access Control t - Name
Group
status [ Active
Organization @ Locked
Role  Read Only - (TrAMS), User Manager - (TrAMS) - Deactvated

Display individual Roles in Grid CLEAR FILTER(S)

Users
3 Access Control ~ Cost PO Last Certified  Created Modified Last Login
Username T Name (Last, First) System Group Ceriter Organization Role Date Date Date Date Status
1334- et 9/3/20209:18  3/20/2019 9/3/2020 1:40 9/2/2020
aiden.al@mailinator.com Al, Aiden (Mr.) TrAMS Region 1 TRO-1 CONNDOT Mandser PM 2:44 PM AM 11:09 AM Active
g GMT+00:00 GMT+00:00 GMT+00:00 GMT+00:00
1334- User 7/15/2020 2/7/2019 9:117 8/17/2020 9/2/2020
alexa.hill@mailinator.com Hill, Alexa (Mrs.) TrAMS Region 1 TRO-1 CONNDOT Manager 1:22 PM PM 4:04 PM 11:09 AM Active
& GMT+00:00 GMT+00:00 GMT+00:00 GMT+00:00

To return to the full list, select CLEAR FILTER(S).

Clicking GENERATE REPORT will execute a process to create an Excel
spreadsheet of details.

User Details Report

vReport Filter Criteria

yatem Ay - Cont Corkur 20 -
Rode Catepory  Harpasr! - Usee o] 4 e
Access Control § o Name
Group
sewtus B Srtre
Qrganization N xn ek
Rele N = v tivwnl

Ay rdrad ol Rues e Srd CLEAR FILTE

Users
Mame [Last i Cons Last Cartihiec
Uszrname | © Sywzm Control > omarizxen  Acke e 3 Crested Dee tdodred Dute Lystlepn Date  Stus
Flreny - Caneer o
Goup
RS e X 3 24201 21007
Wiy eeIgnaliinciae | S AN | reye’ TR TROZ 1414 NTS Omeepsr USE0IY et
o~ Ve e =0
el Mo ainet e TN - | e TN 1 MM hpy,
'rs Rapen2 g
VNS
tema prteriwrl  Traaz TS WOZ  14I4-HTT
gen2

A prompt will pop up asking to verify to generate a report with the current
filters.
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Are you sure you wish to generate a report with these filters?

Clicking the link to the report (User Details Report) will create a task with a
download link. Once opened, the Excel spreadsheet presents separate data
pages based on the details selected.

AneTras Spgoner SEOK Loce Sacunty = = aernate IV020 V1808 78201 P20

308 o . e
ot Managers 5w Bagorier 1AS AMEST 1057 AMEST  MOSTAMEST  K1ZAMEST

Aerrace Swgores $SOS Local Securty e > User A006 SN0 23010 1/ARTN0 Aftve
LI\

250 - Managers iLSM 3 3 Marazer ICALAMEST  £915PM (DT 16 PM E0T ETAAMEST

1027 ) »

Your document is Baing generated. You will receive  Task with a downioad link when &t is ready. lease note that the process may take a while

3.4.2 Recertification Status Report

After the end of each recertification window, FACES will generate a
recertification status report, accessible by Global Security Managers and Local
Security Managers only (see Section 8.1 for Recertification Process).

How a Certifier can view recertification status report:
1) Certifier log into System and clicks Reports.
2) User clicks Recertification Status Report.

5 |l [i] o o o _
ACTIONS REPORTS | HELP CENTER SRR © flcic ot At

3) The System displays Recertification Status Report.
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4) The Certifier has the filtering options by systems, year, role,

recertification group, organization, and access control group.

Access Control ~ Sooils G
Group

vRecertification Status By Role Grouping

#0f User Roles  # of User Roles
Certified Remaining

Recertification

Grouping | Completeness

No data available.

System = FACES - ‘ Year 2020
Recertification Role
Group
Organization

Status by Recertification Grouping

No data available

CLEAR FILTER(S)

5) The Certifier can see recertification status by role grouping.

e

System ‘ TrAMS v|
Recertification  Sclect Recert Gl -
Group
Access Control >
Group

v Recertification Status By Role Grouping
Last Updated: 3/17/2020 4:54 PM GMT+00:00

#of User Roles  # of User Roles

Recertification Grouping 1 Completeness

Certified Remaining
TrAMS Org Users 225 4370 5%
TrAMS User Managers (UMs) 36 1825 2%
TrAMS FTA Staffs 193 1643 1%
TrAMS Contractors 211 323 40%
5 e
TrAMS DOL Reviewers 5|4 56%
TrAMS Auditors 4 2 67%

7 items

Year 2020
Role 5

Organization &

Status by Recertification Grouping

6k
@ 4,370
T 4k
<
E 1,643 1.825
2
2 323 193 I 162 225
31 36
0 4 %2 eemmm B A——
& & &
$ &
& & & 3 §
) N - & &
& & & & &
& © & < b
& & K
<8
Recertification Group:
@ User Roles Certified @ User Roles Remaining

CLEAR FILTER(S)

3.5. Help Center

The Help Center tab contains the FACES User Manual, Frequently Asked Questions

(FAQs), and System Information.
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L ¥ Lot (i}
MANAGEUSERS  ACTIONS REPORTS | HELP CENTER Lt Minageeat s o culcnoned

Hello, Aiden.

Welcome to the FACES Help Center!

FACES User Manual Frequently Asked Questions

This easy-to-browse user manual will show you how to leverage FACES in a productive and efficient way to work for you! Answers to frequently asked questions about FACES, such as: how to perform basic functions and navigate the application

i)

System Information
Find detalls about System, Version and Recent change log information

3.5.1 FACES User Manual

To access the User Manual/User Guide, click on FACES User Manual.

User Management ~ 0 Q e v A

i‘;

Welcome to the FACES Help Center!

FACES User Manual Frequently Asked Questions
This easy-to-browse user manual will show you how to leverage FACES in a productive and efficient way to work for you! Answers to frequently asked questions about FACES, such as: how to perform basic functions and navigate the application

System Information
ails about System, Version and Recent change log information

On this page the user can view it directly, download, or print it out.

BACK

FACES User Manual

= FTAAccess Control Entry System User Guide Version 1.1

FEDERAL TRANSIT ADMINISTRATION

FTA Access Control and Entry System
(FACES)

3.5.2 Frequently Asked Questions

Users can click on Frequently Asked Questions to review helpful answers for
questions that are frequently asked.
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FACES User Manual Frequently Asked Questions
This easy-to-t se user manual will show you how to -ACES in 3 produ e ou' A quently asked questions abou CES, such & rm basic functions and na

System Information
bout System, Version and Recent change Iog information

Responses for each question can be expanded by clicking on a question.

BACK

Frequently Asked Questions

vLogin.gov FAQs

>Can | recover my account if | lose my MFA authentication method/password?
>How can | use Login.gov for logging into the TrlAD Platform?

>How do | access my account if | don't have access to any of the multi-factor authentication (MFA) methods? For ex: | changed my mobile number (or) I have uninstalled
Authenticator app

>How do | reset my Login.gov password?

>If a user already has a Login.gov account, will they be able to use it for this platform?
>If a user has a Login.gov account with a different email address, how can they add additional emails to the account?
>What happens if a user enters an incorrect password multiple times?

>What happens if a user requests too many security codes?

>What happens if a user submits an incorrect MFA authentication code multiple times?
>What is the difference between External users and FTA users?

>What should a user do if they get locked out of their account?

>Where can | find training materials related to Login.gov?

vFACES FAQs

>Can | manage my own user role(s)?

>How do | a create a User Manager?

>How do | create a new User?

>How do | recertify a user?

3.5.3 System Information

System Information allows a user to view information on the latest version of
the system and provides Help Desk information to the user should they
encounter any issues with FACES.

User Manageme!

Hello, TrAMS.

Welcome to the FACES Help Center!

FACES User Manual Frequently Asked Questions

This easy-to-browse user manual will show you how to leverage FACES In a productive and efficient way to work for you Answers to frequently asked questions about FACES, stich as: how to perform basic functions and navigate the application

System Information
Find detalls about System, Version and Recent change log information
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FACES - System Information

System Details
Name FACE Current Version 6.1.19

Description User Management Release Date May 12,2021

Help Contacts

Description

FACES Help Desk Email FTAITHelpdesk@dot.gov
Releases

System Version Description

ENHANCED: Adds additional roles for OTrak system

System  FACES

Users with access to multiple systems can use the drop-down feature to view

system information for other systems they have access to.

System Information
FACES - System Information

System Details
Name FACES Current Version 6.1.19

Description User Management Release Date May 12, 2021

Help Contacts

Description Contact Information

FACES Help Desk Email FTAITHelpdesk@dot.gov

Releases
System Version Description
FACES 486 FTA Access Control Entry Syster
Minor
TESS-6370:
TE cess
FACES 1 TE:

ild like to set Site splash page as a

System  FACES -

Release Date

6/5/2019 12:00 AM EDT

11/12/2020 2:56 PM EST

default

4. System Users

A User Record includes all information directly related to the user’s Profile (e.g., name,
address, title, and role(s), audit history). It also includes all news items specific to the
user and any Kudos received. Users may see other staff members’ User Summary page
and User Details within their organization.

Each user may manage their own Profile information. Some user information may be
edited by the individual user. User roles are granted and managed by User Managers,
Local Security Managers (LSMs), and Global Security Managers (GSMs).

User Guide, 6.5
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4.1. User Types

There are three account types used to classify each user on the FTA platform:
FTA users, Organization users (e.g., TTAMS Recipient, DGS Recipient and NTD
Reporter), and External users.

1) FTA Users: This user type includes FTA employees and federal contractors
who directly support FTA. All FTA users have FTA email accounts ending in
@dot.gov.

2) Organization Users: This user type includes individuals who are employed
by or support an organization that uses an FTA platform software system.
The users are grouped by their organization(s). This user type includes
TrAMS Recipients, DGS Recipients, and NTD Reporters.

3) External Users: This user type includes individuals external to FTA but
provide support or oversight to one of the FTA platform software systems.
External users have three sub-types: Auditors, Contractors, DGS DOT users
and Department of Labor (DOL) users.

The types of roles that a user can be granted are specific to the user’s account type.
FACES defines standardized role types, role hierarchy, and security for the various
software systems on the FTA platform. New roles and user categories may be
incorporated as needed in the future to allow FACES to support additional software
systems and to meet changing requirements.

4.2. User Roles

User roles on the FTA platform are grouped by role category (e.g., FTA Staff,
TrAMS Recipient Users, TrAMS Reporters and DGS Recipient Users).

Each organization user has an assigned User Manager. The User Manager assigns
roles to each user in their organization in accordance with the rules specific to their
FTA software system (e.g., TTAMS, NTD, SSOR, etc..). Users may be assigned one
or multiple roles within their organization. Roles assigned to each user control the
Actions available to a user and the Tasks assigned to the user.

The image below provides an outline of all user roles within the FACES landscape.
Each will be further defined in subsequent paragraphs.
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Local Security Manager (LSM)

FTA Supervisor
Usar

System Administrator

Global Security Manager (Super LSMs, NTD Signers, GSM)

Validation Team

Reporter UM

Reporter Lser

The following tables lists the available user roles that may be assigned. For
definitions of each role and associated privileges, please see the corresponding
system user guide.

NTD
Reporters

TrAMS
Recipients

Organization User Roles FTA User Roles External User Roles
1) CEO System Administrator 1) Auditor
;; CE:;%Ddegate 1) System Administrator
4) NTD Contact Global Roles
5) Safety Contact 1) FTA Signer
6) Safety Editor 2) FTA Viewer
;; LSJifeert)I/vl\;LZV;Z: 3) Global Security Manager (GSM)
9) Viewer 4) Global Viewer
5) User Details Report Global Viewer
FTA Staff
1) Local Security Manager (LSM)
Validation Team
1) Validation Analyst
2) Validation Ops
3) Validation PM
4) Validation QA
1) Attorney System Administrator Auditor
2) Civil Rights 1) System Administrator 1) Auditor
3) Developer Global Roles DOL User
4) FFR Reporter 1) Global Security Manager (GSM) 1) DOL Reviewer
5) JPC Procurement Officer 2) Global Viewer 2) DOL User Manager
6) MPR Reporter 3) TrAMS Help Desk Contractors
7)  Official 4) User Details Report Global Viewer 1) Contractor
8) Read Only FTA Staff

User Guide, 6.5
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9) Submitter 1) Administrator

10) User Manager 2) Apportionment Manager
3) Budget Analyst

4) Budget Director

5) Civil Right Officer

6) Dataset Administrator

7) DBE Approver

8) Director

9) Director of Operations
10) Discretionary Admin
11) Discretionary Manager
12) Environmental Reviewer
13) Initial Reviewer

14) Intake Manager

15) Legal Counsel

16) Local Security Manager (LSM)
17) Post-Award Manager
18) Pre-Award Manager
19) Read-Only

20) Reservationist

21) Supervisor

22) TCA Recorder

23) Technical Reviewer
24) Transit Director

25) Vendor Setup

System Administrator Auditor
1) Administrator 1) Auditor
Global User DOT User
1) Global Security Manager (GSM) 1) DGS External —
2) Global Viewer Fatal Flaw
FTA Staff Reviewer
1) DGS FTA — Fatal Flaw Reviewer 2) External Read
2) FTA Staff Read Only Only
3) Local Security Manager (LSM) 3) Reviewer
(o) AR 271378 . Non-DOT User
5) Program Admin/Manager
. 1) External
6) Reviewer Reviewer
7) Team Lead
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1) Alternate Reporter
2) Primary Reporter
3) User Manager

4) Viewer

System Administrator
1) System Administrator

Global Roles
1) Global Security Manager (GSM)
2) Global Viewer
3) Program Management Lead
FTA Staff
1) Director
2) Local Security Manager (LSM)
3) Program Management Team Member
4) Regional Safety Officer
5) Validation Lead
6) Validation Team Member

Auditor
1) Auditor

DOT User
1) External Validation
Team Member

System Administrator
1) System Administrator
Global Roles
1) Global Security Manager (GSM)
2) FTA Users
3) Global Viewer
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1) Recipient User
2) User Manager

Administrator

1) System Administrator
Program Admin

1) Program Administrator
Global Users

2) Global Viewer FTA
Staff

Staff

1) Civil Rights Officer

2) FMO Program Manager

3) HQ User

4) OAT Program Manager

5) PSR Program Manager
)
)
)
)

1) Global Security Manager (GSM)

1) Local Security Manager (LSM) HQ

6) Single Audit HQ Program Manager

External Auditor

1) DOT User
External
Read Only

2) OIG Auditor
(Read-only)

Contractor

3) CTR Program
Manager

4) CTR Recipient
Delegate

5) CTR Regional
Delegate

6) CTR Reviewer

7) CTR User
Manager

HQ Staff CTR

Delegate

8) CTR Review
Requirement

7) SMR Program Manager Editor
8) SSO Audit Program Manager
9) TCR Program Manager
10) TR Program Manager
11) Tribal Transit Program
Manager
Region
1) Region Read-only
2) Region User
3) Regional Oversight Director
4) Regional Tribal Liaison
5) Single Audit Regional/Program Office
Point of Contact
COVID-19 1) CEO

2) NTD Contact

3) Editor

4) Viewer

5) Safety Contact

6) Safety Editor

7) Safety Viewer

8) CEO Delegate
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SO ORI 1)  Grantee Global Users:
1) Global Security Manager (GSM)
2)  Read Only 2) Global Viewer
3) Approving Official FTA Staff:
1) Local Security Manager (LSM)

Table 1 — Organization User Roles
4.2.1 User Visibility

There are explicit rules controlling access to user records and user
information within the system. The following rules independently to each
FTA system (e.g., TTAMS, NTD):

1) Organization users can see all other users within their
organization(s). For example, a user who belongs to ‘Transit
Organization Blue’ will see all other users with roles in ‘Transit
Organization Blue’.

2) Organization users cannot see FTA user records, external user
records, or users outside their organizations.

3) FTA users can see all other FTA users within their system (e.g.,
TRAMS, NTD, DGS).

4) FTA users can see all organization users who belong to organizations
within their FTA region or cost center. Global FTA users can see all
organization users within their system (e.g., TTAMS, NTD, DGS).

5) FTA users with specific roles (e.g., GSM, validation analyst, LSM)
can view external user records.

6) External users can only see user records for other external users of the
same subtype. For example, TrAMS DOL users will only see other
DOL users in TrTAMS.

The following table summarizes these rules from the perspective of the logged-
in users type:

User Records | Can View

My User Type = Organization FTA External

Organization All organization users within my No FTA user records. No external user records.
own organization(s).

FTA All users belonging to All FTA users within See some external user
organizations within their FTA the user’s system (e.g., records depending on roles
cost centers. NTD, DGS). assigned.

A global user sees all
organization users within his/her
system (e.g., TrAMS).
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External No organization user records. No FTA user records. All users of same external
subtype (e.g., Auditor) in
my approved systems (e.g.,
TrAMS, NTD, DGS).
Table 2 — User Record Viewing Privileges
4.2.2 User Record Content

Each user’s record opens to a user Summary page.

aarya developer

developer, aarya (aarya.developer@test.com)

User record content is split between multiple pages. Each user’s record

contains:

1) A User Details page visible to all users who have access to that
user’s record. The User Details page contains the user’s account and
contact information (e.g., first and last name, email, user type, and

account status).

Account Information

User Type FTA
Creoted On 22620°%

Useename deis oaeydne go
Fost Name Dals
Misdie Name

Last Name Cock

Contact Information
FmaE Tme e TR0 RBgma T S

Phose Number (12307239333

éb&k',"D‘ale (dale.cook@dot.gov)

Seatus Actve

Last Login Date

Titse

Hoseritic M

Campany Name

System  TeAME NTD

Fax Number

Phose Ext

21p Code 7257

Dp Ear

PO Bex

(&)
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2) A User Roles page visible to all users who have access to that user’s
record. The User Roles page contains a grid of the user’s active Roles
and current User Managers.

Global Security Manager GSM, TrAMS (sunnie.supergsmuser@mailinator.com)

User Db deowy News  Belsted dcione

Roles
Rok Roe Catezony System Access Conuo Crodo CestCareer Orgarizaniee Documese fues
G i NTD i A N s CERESS]
4 2 2 H s g
S ) 5 N, N N foproed
! 4 4in N H arptonmed
A0 Lz R N N N Hes hopered

3) A History page visible to each user and their management chain (User
Managers, Validation Analysts, LSMs, GSMs). This History page
contains an audit trail of changes to the user’s Profile and Roles. Users
can filter role history using the following filters: System, Role
Category, Status, Cost Center, Organization and Role.

System - Access Control
Group

Role Categol
= Cost Center

Role s
Organization

Status -
CLEAR FILTER(S

Role History

Role Role Category System Access Control Group Organization Status Comments Change By 1 Date

Recipient Submitter Recipient OTrak OTrak Region 1 Approved arya.fosum@mailinator.com

User Manager Reciplent OTrak OTrak Region 1 Approved fta.david.schilling@mailinator.com

User Manager Recipient OTrak OTrak Reglon 1 Deleted arya.fosum@mailinator.com

eciplent Approves Reciplent OTrak OTrak Region 1 Approved arya.fosum@mallinator.com

User Manager Recipient oTrak OTrak Region 1 Requested arya.fosum@mallinator.com

1-50f82 )

Certification History

Role Role Category System Organization Commen ts Change By Date 1 Projected Recertification Date

itts Recipie 0 k Updiof arya.fosum@mailinator.com 1/13/2021 7:29 AM EST 12/25/2021
4) The News tab shows a listing of user activity with the most recent news
displayed first.
ééék.,ut-)ale (dale.cook@dot.gov) w0
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5) The Related Action page contains any actions the viewing user is
allowed to perform on the record. On this page, the user can manage
their Profile, Security Questions, and PIN.

Attorney, Testing (testing.attorney@mailinator.com)

N =+ <+ =

For detailed information about these user record pages, please reference Section
6.4.

5. Managing the User’s Own Record
5.1. Related Actions

By selecting Related Actions users will be provided with additional options that can be
performed on their Summary page.

WMATA Submitter (wmata.submitter@fake.com)

summary User Details User Roles History News Related Actions

’ Edit Profile
Edit Profile

’ Manage Security Questions
Set or update account security questions

9 Manage PIN
Set or update security PIN

5.1.1 Related Action: Edit Profile

All non-FTA users can edit their own user profile (hame, contact
information, and business address) using a profile related action. The only
profile information users cannot self-update is their username and email
address. FTA users cannot edit their profile information because their
information is provided to FACES by a nightly information transfer from
FTA’s internal systems. If an FTA user’s information is incorrect, the
information must be updated in FTA’s internal systems.
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To edit the user’s profile:

1) Locate the User Profile through either the User Settings page or the
Records page.

2) Select Related Actions.
3) Click Edit Profile.

Transit-Rider, Sophia (transit.user@fake.com)

:

4) The Edit User Profile page will display all previously saved user-
associated details in editable fields.

Transit-Rider, Sophia (transit.user@fake.com)
Edit User Profile
Basic Infarmation
Usernama * Triue™
fusengae oo —
FsL R
LLEE T
! RE.
Pl le Mams
Lamzarmyg Ma=
v Izl Tra
LASL M
DepartrEnT
! Tinarczs

5) Click Cancel to return to the Related Actions page without saving any

changes.
Fornk Numa * .
Hznonfz™®
Laprh
Micdle Hame
Company Name
— Loca Transh amercs
Tramw<l- il Feperment
Contact Information
Email & Fax Wumger
DL ERmEE L
Fhore Humber * Phens B
Adrirany 1 Dpade®
Addreas 2 op B
Cley = PO B0
Ardlvile
Slale =
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Update any of the data fields as needed and then click Save to save all
details. Required fields are marked with an asterisk * on the form. If
required fields were missing from the previous FACES version, you will
be required to add this information to save any other updates.

Ziree Name *
Hanorifc*

Midide Name
Company Name

Leat Natne .

TenstRice

Contact Information

il @ Fax Xumber

Fhone Ne=ter®

Aedress 2 2p Ext

Selecting Save will execute a validation script to ensure that all data
entered matches pre-determined rules (e.g., the PO Box field cannot
contain any letters). Once the data is validated, the information is saved
and the Related Actions page displays. The system will briefly
display (within the header area of the Related Actions page) a
message that the Action Completed Successfully, indicating that all of
changes were accepted.

5.1.2 Related Action: Set Security Questions/Answers

New user accounts are automatically assigned a Task to set up an initial set of

Security Questions and Answers (Q&As) to ensure the security of the account
and to provide a mechanism to re-establish access when lost due to a lockout,
etc. To begin that process, the user must be assigned a Task to Set Security

Q&As.

A few rules apply to the setting of Security Q&As:

a)

b)

c)

d)

All users can set up and manage three (3) security questions
through the Manage Security Questions page.

Questions must be selected from an FTA approved list and 3 distinct
questions must be selected.

Answers must contain at least three (3) characters and cannot be
used for more than one question.

Users must correctly answer their existing questions to change them.
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e) Users have three (3) attempts within a calendar day to answer their

security questions correctly before they are locked out of the action.

f) Users cannot see the Manage Security Questions page on any other

user’s account.

g) Users will receive an automated email notification any time their

questions have been updated.

To being the process of setting one’s own security questions:

1.

[ 1
Anawe Retype Ansmer*
Quistion s+
Answer* Retype Ansmer *
5. Select the question for each of the three security questions and enter the
appropriate answer.
Manage Security Questions
QJuestian 1
CuESEhin 2
e |

Locate the User Profile through either the User Settings page or the
Manage Users page.

Select Related Actions.
Click Manage Security Questions.

The Manage Security Questions page displays, providing three
areas for the user to select from a dropdown of questions and to enter
their own answers to those questions.

Manage Security Questions

Questhn 1 *
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6. When all three questions have been selected and answers provided,
click Submit.

Manage Security Questions
Guestian i ®

Bnawur® Rurdypu dnumar
ko o

Anawnrs Awtype dneser

sk sl G pour pape s meei?
Enswert Rriype dngmer

Btk [

7. The Tasks tab will display with the just completed Set Security Q&As

task being cleared from the page.
Related Action: Manage Security Questions/Answers

FACES provides a set of questions to add security to some of its functions.
Three security questions, as set by the users themselves, are required to
complete specialized actions.

To begin the process of managing one’s security questions:

1) Locate the User Profile through either the User Settings page or the
Records page.

2) Select Related Actions.
3) Click Manage Security Questions from the Related Actions page.

fr'ansi't-Rider, Sophia (transit.user@fake.com)

- N

4) If there are existing security questions associated with the user profile,
the Answer Existing Security Questions page displays. This page

presents three questions and gives the user three attempts (within a 24-

hour period) to answer them correctly.
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Answer Existing Security Questions

ran ity s ey g e i H ymanami | i e que
ISR v B EEr PRk TR, [ ST the B Nk

Qusation 1
Whak e e name i gnar sk i

ANz

Question
Whetwas e mase cfwour Astcrr?

TAREL |

5) Enter the appropriate information and click Submit.

Answer Existing Security Questions

Questio
Wimat s T neme i Hed pett

airzs 3 srrwers.gees sk Hrsk comecth; anuser pzur edelee quesiora. Yau b 1 slerpls whivna 3 hourwinzos iz vy v Kerkis, o

Quastan 3
N or s Lhe mahe of gour Frescar

Anvmer®

I ey

Question 3
VipE I oy Senr b Ena Tt nas

Ansmer©

I=

6) If the information entered for each question is incorrect, the answer to
all questions is removed and a prompt is displayed to alert the user that
they have not entered correct answers.
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ty Questions

et tha ok Tt

Quesban 1

Wiarwas the nome of your it pet®

Anvmer ”

Taw 42 R s R 2 e B, AL PRt B ety SRy o i et Ywi Puvr 3wl 8 0 e rnema v e By e e Hopmi s

Question ?
Wimed s I mabe o ponr T zar?

Ansmit

Quasban 3
Vi e Foreot L ezl Ledn

Anymer "

T8 07 T O DT BT, LT 07 A EWRRE I NO0 AT, ¥ e 2 B e i) rema g

7) Click Cancel to abort the security questions page.

Answer Existing Security Questions
i Apeifaode e o ittt 4 e

Queskinn 1
VIS th Name Al o AL pee

Anvmer =

X TP ST, i e Tl ey S s rendding quesiinn s Yo b & Tiemiiswithing 5 hasrandow moesc ity pmon dem te fpmanre

Queston

Wk v e make o poar sk cart

Quasbian 3
Wiad opzu Tareot i wzarls Lean

Ansmer *

DN G O OF ST BATLry UAST 07 S EWETE £ TNO0 AT Vo4 Sans T RHaTIpe! rarmaln ng.

8) The Related Actions page is again displayed.

9) If the information entered has been corrected for each question, click
Submit once more.
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Cumxlion 1
WRIEWRE TnE R B WD P 1T par?

Arover®

Tdz

Question 3

Al v | e sl linsd cac?
Ansvart

Chivs

Quustion 3

whatis vour foso s spons e ?
Ere

E

LANCEL

10) Once the three answers have been verified, the user is presented with a
fresh page within which to enter either a fresh set of questions/answers
or using one or more of the previous questions/answers and adding
more.

Manage Security Questions

Qumetizn 1+

| Woan a3 the rame chycu- At oed

Asewert Recype Answer*

Question 2+

N 25 the make of your ez cor

T MECype AR
Questien 3*
(VR A AP TR FP Y PR T
Ierowvar * Mitypu Anvaner *
cancrL

11) Click Cancel to abort the security questions page and return to the
Related Actions page.
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Manage Security Questions

Qumtiza 1+

| V0o w3z the rame clyou- At oed

Rseert Resype Answer *

Queszien 2*
Nen M35 the mzke of sour ez car

Aot HEtype Answr
Questhon 3

N B o Lreln e Sp0ts Ll

Berovur * Metype Anvomr *

12) If a previously used question is selected from the dropdown provided,
an error message is raised that warns the user that You can’t pick the
same question twice.

T -~

Manage Security Questions

bl R LI G S L e TR Lo Lo LY Sl S0 AN AL 0 AT Pkl UM i PULT ™ dB 1R L Sk B,

Questian1®
LI TR S IR DY e

Answur Fatyps Amswur®

duiatinn

Wl e L e o g Led zan?

Annwer s Firtype Ammmr®

Queatmn 3*

Whak = o sessdie seocts bearm?

Enswer* Ftype Boewert

[ FOU G pick the S Quisticn paice. ]

et m

13) Click Submit to save any changes made to any of the
questions/answers.

Note: Only the first question was changed.

User Guide, 6.5 UNCLASSIFIED Page 57 of 140
FACES



UNCLASSIFIED

Manage Security Questions
Select and answer three (3) security questions. These questions can

be used for authentication to unlock your account. Please note that your answers are not case sensitive.
Answer * Retype Answer *

Answer * Retype Answer *

Answer * Retype Answer *

CANCEL

14) The Related Actions page is again displayed.
5.1.4 Related Action: Reset Security Questions

If a user is unable to answer security questions to re-establish access due to
a lockout, etc., security questions can be reset by a System Administrator or
through contacting the TrAMS Help Desk.

5.1.5 Related Action: Creating a PIN

Some user roles require a personal identification number (PIN) to complete
actions or tasks within the system. These roles include the TrTAMS Submitter,
Attorney, Official, and Regional Administrator. Users that have one or more of
the PIN-based roles gain access to a new user profile Related Action to set
their personal four-digit PIN code. This Related Action will be shown as
Manage PIN. Adding any of the PIN-based roles to a user record will
require that user to make use of a PIN code for certain actions that can only
be performed by those roles.

There are a few basic rules surrounding the use of PINs:

a) Users with PIN roles (TrAMS Submitter, Official, Attorney,
Administrator) will have access to a Manage PIN profile Related
Action to create or change a PIN.

b) No user can see the Manage PIN profile Related Action on any other
user’s account.

c) PINs must be 4-digit numeric codes (e.g., “1234”).

d) ToresetaPIN, a user must correctly enter their current PIN or correctly
answer their Security Questions.

e) Users have 3 attempts per calendar day to reset their PIN before they
are locked out of the action.
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f) Users will receive an automated email notification any time their PIN
has been updated.

To create the PIN code:

1) Locate the User Profile through either the User Settings page or the
Records page.

2) Select Related Actions.
3) Click Manage PIN.

Summary User Details User Roles History News Related Actions

’ Edit Profile
Edit Profile

& Manage Security Questions
Set or update account security questions

’ Manage PIN
Set or update security PIN

4) First time users will see the New PIN field. Enter a four-digit PIN
code. This is a required field.

Summary  User Detalls  UserRoles  History — News [EEEEIESRSIS

Manage PIN

User Information
Full Name Ms. Arya Orgum Username arya.orgum@mailinator.com
Title um Status Active

User Type Organization

My PIN Roles

official, 78100 - TRO-1 - Region 1. 1334 - Transportation. Connecticut Department Of (CONNDOT)

Set PIN
Enter New PIN *
Re-enter New PIN *
CANCEL SUBMIT

5) Select SUBMIT so save the PIN.

6) Select Cancel to return to the Related Actions page without saving
any changes.

Related Action: Changing the PIN

Once the PIN has been created, a user may again select the Manage PIN
function from the Related Action page to change or re-set their personal four-
digit PIN code.

To change the PIN code:
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1) Locate the User Profile through either the User Settings page or the
Manage Users page. Select Related Actions and then click Manage
PIN.

Summary User Details User Roles History News Related Actions

& Edit Profile
Edit Profile

’ Manage Security Questions
Set or update account security questions

& Manage PIN
Set or update security PIN

2) The Manage PIN page will display User Information as well as the
roles to which the PIN has been applied.

ummary ~ UserDetails  UserRoles  History News [EECEEGPNieuS
Manage PIN
User Information
Full Name Ms. Arya Orgum Username arya.orgum@mailinator.com
Title um Status Active
User Type Organization
My PIN Roles
Official, 78100 - TRO-1 - Region 1, 1334 - Transportation, Connecticut Department Of (CONNDOT)

Verify Identity

Current PIN*

CANCEL

SUBMIT

3) The user is provided with two separate mechanisms by which they can
verify their identity. One includes simply entering the PIN (if known).
The other allows the user to verify their identity by answering their
security questions.
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Summary ~ UserDetails  UserRoles  History  News [EEEEICEPNINS

Manage PIN
User Information
Full Name Ms. Arya Orgum Username arya.orgum@mailinator.com
Title um Status Active

User Type Organization

My PIN Roles

Official, 78100 - TRO-1 - Region 1, 1334 - Transportation, Connecticut Department Of (CONNDOT)

Verify Identity

In order to set a new PIN, yo
current PIN or the answers to y

© Enter Current PIN
Answer Existing Security Questions

Current PIN*

CANCEL

SUBMIT

4) Select Answer Existing Security Questions by selecting the radio
button next to that item. This will cause the three questions to be
presented for the user to enter the verified information.

Verify Identity

Enter Current PIN

xisting Security Questions

Question 2
What was the color of your first car?

Answer *

Question 3
In what city did your parents meet?

Answer *

CANCEL

5) Click Cancel to abort the security questions page and return to the
Related Actions page.
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Verify Identity

Enter Current PIN

Answer *

Cisi
Question 2
What was the color of your first car?
Answer *
Blue
Question 3
n what city did your parents meet?
Answer *

New York

CANCEL

6) Complete the information and click Submit.

Verify Identity

Enter Current PIN

© Answer Existing Security Questions
Question 1
What was the name of your first pet?
Answer *

cisi
Question 2
What was the color of your first car?
Answer *

Blue
Question 3
In what city did your parents meet?
Answer *

New York

CANCEL

7) After entering all the information for the security questions and
clicking Submit, the user is presented with the Update PIN page,
allowing them to enter a new PIN to be associated with their role(s).
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summary  UserDetails  UserRoles  History News [GEEUCCRYeiLH

Manage PIN

User Information
Full Name Ms. Arya OrgUm Username arya.orgum@mailinator.com
Title um Status Active

User Type Organization
My PIN Roles

official, 78100 - TRO-1 - Region 1, 1334 - Transportation, Connecticut Department Of (CONNDOT)

Update PIN

Enter New PIN *

Re-enter New PIN *

CANCEL

SUBMIT

8) The user enters a new PIN and re-enters the same PIN for confirmation.
If, however, the PIN is not exactly four characters (not less, not more),
an error message is raised that PIN must be a four-digit numeric code.

Summary  User Details  UserRoles  History — News [EEEEICSRNIS

Manage PIN

User Information
Full Name Ms. Arya Orgum
Title um
User Type Organization
My PIN Roles.

Official, 78100 - TRO-1 - Region 1, 1334 - Transportation, Connecticut Department Of (CONNDOT)

AUpdate PIN

Username  arya.orgum@mailinator.com

Status Active

I PIN must be a £-digit numeric code

Enter New PIN *

Re-enter New PIN *

CANCEL

SUBMIT

9) Correct the PIN and click Submit.
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Manage PIN

User Information
Full Name Ms. Arya Orgum Username arya.orgum@mailinator.com
Title um Status Active

User Type Organization

My PIN Roles

official, 78100 - TRO-1 - Region 1. 1334 - Transportation, Connecticut Department Of (CONNDOT)

Update PIN

Enter New PIN *

Re-enter New PIN *

CANCEL

10) The Related Actions page displays.

Note: | If the user cannot remember either their existing PIN or security question
answers, the user must contact the Help Desk for assistance.

5.1.7 A Locked Account

FTA complies with U.S. DOT Information Technology (IT) Security guidelines.
FACES uses several security features to ensure that only valid and active users
have access to the FTA platform. One of those features is the User Lockout
function. An automatic account lockout occurs after 60 days of user inactivity
(i.e., after 60 days of the user failing to log in to the FTA platform). The
lockout also occurs when the user is required to comply with an annual user
recertification. Annual user recertification verifies that each user has valid
system access and the correct user roles. A user will be locked if the user is
not recertified during the recertification window. These security features
apply to all software systems that rely on FACES for access.

Users with locked accounts can still log onto the FTA platform but they will be
unable to complete any actions on their account or specific to their roles. The
standard tabs (Manage Users, Reports, and Actions) will contain a limited
amount of data and security-related actions. For example, no tasks will be
available.

Locked users can unlock their accounts using one of two methods: (1) correctly
answering their existing security questions; or (2) submitting an unlock
request. Both methods are available via a single action on the Actions tab.
It is preferred that all users attempt to self-unlock their accounts by
answering their previously setup security questions before submitting an
unlock request; this is the quickest and most efficient route to unlock an
account. However, if auser is locked due to recertification, the user will
not be able to use self-unlock to unlock his or her account. Once an
account is unlocked, the user’s access privileges will be fully restored.
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5.1.8 Answer Security Questions

If the account is locked and security questions were previously set up, the user
can attempt to unlock the account by answering their security questions
through the Unlock Account link on the Actions tab.

Note: See Related Action: Set Security Questions/Answers or Related Action:
Manage Security Questions/Answers for instructions on setting up Security
Questions. User Security Questions cannot be modified while the account is
locked.

The user is allowed three (3) attempts per calendar day to correctly answer the
security questions. Users who have not set up security questions or who cannot
remember the correct answers to their questions must instead submit an unlock
request.

To unlock the account via security questions:
1) Login to your account.
2) Click Unlock my Account.

-

- P2 =] A\
Welcome to the Transit Integrated Appian Platform!

Current user: Alam, Sunjida
Last Login Date: 10/6/2020 9:56 AM EDT

& Unlock My Account

Unlock Account or Submit Unlock Request

& Your Account has been locked. Please click on "Unlock My Account” to unlock your account.

3) If Security Questions have already been established, then click Answer
Security Questions from the Unlock Account page and then click
Submit.

Unlock Account

Please select an avallable option to unlock account

Options *
Send a request to unlock your account

I © Answer security questions ]

CANCEL

SUBMIT

4) Provide the correct answers to the three previously established
questions and click Submit.

Note: Answers are case insensitive.
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Answer Existing Security Questions

Question 1
What is your favorite sports team?

Answer *

Question 2
What was the color of your first car?

Answer *

Question 3
In what city did your parents meet?

Answer *
CANCEL SUBMIT

5) If incorrect information was entered, a validation error message will

display that indicates the number of attempts remaining for the current
calendar day. After three incorrect attempts, the user will need to
submit an unlock request. See section 5.2.2 to learn how to submit an
unlock request.

Answer Existing Security Questions

tten the answers t

Question 1
What is your favorite sports team?

Answer *

Question 2
What was the color of your first car?

Answer *

Question 3
In what city did your parents meet?

Answer *
‘ CANCEL ‘ susmiIT

6) If incorrect information was entered, all three answers will be erased

regardless of which one of the three answers was correct.

7) Enter the correct information and click Submit.
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Answer EXisting Security Questions

Q n 1
What Is your favorite sports team?

Question 2
What was the color of your first car?

Question 3

Inwhat city did your parents meet?

e

8) A message indicating User Unlock Processing will display.
9) Click Refresh.

Unlock In Progress

I This may take  few minutes to complete. You may log out and return shortly, or click Refresh to check If the process is completed I

‘ REFRESH

10) A message indicating Your Account has been unlocked will display.

You account has been unlocked

Click here to go to homepage

11) The user can Click the link to return to the Homepage.
12) An email will be auto generated and sent to the user.

5.1.9 Submit Unlock Request

If a user has not set up security questions or cannot remember their answers,
they can submit an unlock request by selecting Unlock Account on the Actions
tab. The unlock request is automatically routed to the appropriate approvers
(User Managers, Validation Analysts, LSMs, or GSMs). If an organization does
not have a User Manager or the locked user is the User Manager, the request
will go to the next level approver. If the user belongs to multiple
organizations, the request will go to each of the organization’s user management
chain.

To submit an unlock request:
1) Log into FACES and Click Unlock My Account.
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N

5% 2 /& AN
Welcome to the Transit Integrated Appian Platform!

Current user: Alam, Sunjida
Last Login Date: 10/6/2020 9:56 AM EDT

& Unlock My Account

Unlock Account or Submit Unlock Request

& Your Account has been locked. Please click on "Unlock My Account” to unlock your account.

2) Select the Send a Request to Unlock Your Account option, enter any
comments pertinent to regaining access, and then click Submit to
finalize the action.

Unlock Account

Option:

Comment

3) A message indicating Unlock Request Successfully Submitted will
display.

4) Click Close.

Unlock Request Successfully Submitted

[A request to unlock your account was successfully submitted to your User Manager(s) or Local Security Manager(s). ]

5) The request for the unlock will automatically be routed to the
appropriate approver(s).

Users are only allowed to submit one unlock request at a time. Once an unlock
request has been submitted, the user cannot self-unlock their account via
security questions or submit a new unlock request After submitting the unlock
request, the User Manager, LSM, Validation Analyst, User Manager
Supervisor, FTA Signer, or GSM (as appropriate) will receive an email
notification to review the submitted request. They can either approve or deny
the request. The user will be notified via email of either decision.

If the request is approved, the account will unlock, and all previous
permissions will be restored. If the request is denied, the account will remain
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locked. The user will see the message below if they attempt to submit another
unlock request. If the account remains locked after 48 hours since the request
was submitted, the user should contact any of their assigned User Manager,

Validation Analyst, LSM, or GSM by clicking on the link.

Action Cannot Be Completed

tted, please re

y submitted an unlock request and have reached the maximum number of attempts to unlock your account sing your security questions. If more than 48 hours has passed since

A list of the managers for the user will appear with information for all the

user’s managers.

Action Cannot Be Completed

ubmitte

Managers for Primary Reporter

Show all managers ©

Managers 1 Email System  Acce

this action at this time. Y ave already submitted an unlock request and have reached the maximum

1 - Arizona Depart

6. User Management

6.1. User Management Responsibilities

User management responsibilities include user creation, role assignments, deactivation,
reactivation, and unlocking. Responsibilities vary somewhat by management level.
At the lowest level, each organization will have one or more users assigned to the
User Manager role. FTA approval is required to obtain or assign the User
Manager role to any individual. The User Manager for an organization can perform
the following actions for users within their organization:

Create and Manage Users.

Edit user profile information.
Manage role documentation.
Deactivate and Reactivate users.

Unlock users.
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e Recertify users.

FTA Global Security Managers (GSMs) can create and manage all other users within
their system (e.g., TTAMS, NTD, SSOR, DGS and CRM).

FTA Local Security Managers (LSMSs) can manage all FTA users within their cost
center, organization users within any organization that belongs to their cost center,
and external contractors. FTA LSMs can also approve role requests from User
Managers.

FTA Validation Analyst can only manage with FTA LSM roles users within their
cost center, organization users within any organization that belongs to their cost
center, and external contractors. Validation Analyst with LSM role can also approve
role request from User Managers.

User Managers (UMSs) can create, manage, and recertify users within their system.

Privileges User Manager  Validation Analyst

with LSM

Users authorized to Usersin same Organization, FTA, Organization, FTA, All usersin
manace oraanization and contractor users and contractor Platform Svstem
9 9 in same Cost Center | usersin same Cost y

Responsibility User Manager = Validation Analyst LSM GSM
Create New Users Yes Yes Yes Yes
Assign and remove Bulk No Yes Yes Yes
Approve role requests* No Yes Yes Yes
Edit user profile Yes Yes Yes Yes
Manage role Yes Yes Yes Yes
Deactivateand Yes Yes Yes Yes
Reactivate users

Unlock users Yes Yes Yes Yes
Recertify users Yes Yes Yes Yes

*User managers can assign roles, however certain roles (UM, Attorney, Submitter,
Official) require approval from an LSM

The remainder of this section presents an overview of each of the user
management activities and responsibilities.

Note: | The organization employs the principle of least privilege, allowing only authorized
accesses for users (or processes acting on behalf of users) which are necessary to
accomplish assigned tasks in accordance with organizational missions and business

functions.
6.2. User Creation
The following presents an overview of the six-step process required for creating a
new user of any type:
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Step 1: Select User Type (Organization, FTA, External)

Step 2: Select Username
(FTA usernames will be available to select. All other usernames must

be manually entered.

Step 3: Input User Details and Contact Information
(FTA user information will be prepopulated.)

Step 4: Add User Roles, Selecting Justification Documents as
Required

Step 5: Create User
(Creation process make take a minute to complete.)

There are explicit rules controlling user creation:

1) Only users with the roles User Manager, Local Security Manager
(LSM), and Global Security Manager (GSM) are approved to create users
using the Create and Manage Users action.

2) Users can only create user and add roles for which they have privileges.
3) Organizational User Managers can create other organizational users.
4) External User Managers can create other external users (e.g., DOL).
5) LSMsand GSMs can create users of any type.

6) When a username is entered to create a new user, the system will flag any
user that already exists and present the creator with the option of going to
the Manage Roles action to add roles to that existing user.

7) A user’s username must be a valid email address.

8) Name, contact, and business address information is required when creating a
New user.

9) A user cannot be created unless at least one role is assigned to the user.

10) Some roles require approval by users with higher privileges.
11) Only roles matching the new user’s type can be added to the user.
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6.2.1 Action: Create and Manage Users

User Managers, Supervisors, Validation Analyst, LSM, and GSMs have
access to the Create and Manage Users action. This action allows a new
user of any type (Organization, FTA, and External) to be added to the
system, however, individual ability to create users of different types is
restricted. The process for creating organization and external users is slightly
different from the process to create FTA users. The two main processes will be
described in separate subsections so that appropriate screenshots can be
shown.

To add a new user:

1) Log in to the system as a user manager and click Create and Manage
Users from the Actions tab.

User Management O [ LT repe—

2) The user manager is presented with a short list of user types from
which to select. Each type has its own set of role limitations.
Depending on the user manager’s privileges, the user type may be
preselected and locked. DOT Users as shown in the following
screenshot.

3) Select the appropriate user type (as applicable) and then click Next.

Create and Manage Users

User Type*

4) The first information about a user required is their username, based
on a valid email address. This is a required field and will function as
the user’s login. Email addresses should be provided in lowercase. Each
Username field must be unique and cannot be changed after creation.
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Validation checks will confirm uniqueness before moving to the next
step.

Create and Manage Users

Username

The username must be an email address.

BACK || CANCEL

5) Enter an email address and tab forward.

6) If the email is rejected as invalid, the page will display an error
message.

Create and Manage Users

Username

‘ userx@mailinatorcom

The username must be an email address.

Username must be a valid email address. Emails can contain only lowercase letters, numbers, and periods. Emails must contain an @ followed by at least one period (.). I

BACK || CANCEL NEXT

7) At any point in the Create and Manage Users process, the user may
click Cancel to end the process. On cancelling the Create and Manage
Users process, no data entered for that user will be retained.

You are about to cancel the Create User process. No data will be
saved. Are you sure you want to exit?

NO

8) If the email is accepted as valid, the Next button will be activated,
allowing selection.

Create and Manage Users

Username
userx@mailinator.com

[The username must be an email address.

BACK || CANCEL NEXT

9) Click Next, launching the Create User page. The Username and Email
fields will be pre-populated.
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Email @ *

[Address 2

Username *

Userx@mailinator.com  «f——

First Name *

Middle Name

Last Name *

|Address 1 *

Create and Manage Users

Basic Information

Title *

Honorific *

Company Name

Department

Contact Information

Fax Number

userx@mailinator.com _

Phone Number *

Phone Ext

Zip Code *

Zip Ext

10) Enter the Basic Information for the following fields:

a.

The username just entered displays in the Username field but
cannot be changed.

Enter the user’s first name in the First Name field (35-character
limit). This is a required field.

Enter the user’s middle name in the Middle Name field (35-
character limit).

Enter the user’s last name in the Last Name field (35-character
limit). This is a required field.

Enter the user’s job title in the Title field. This is a required
field.

Enter an honorific for the user in the Honorific field. This is a
required field (i.e., Mr., Ms.).

Enter the user’s company information in the Company Name
field.

Enter the user’s department in the Department field.

System information is entered only by the Global Security
Manager.

11) The Create User page also provides data fields for Contact

Information:

a.

The valid email address displays once more in the Email field.
Again, the email address cannot be altered or edited once the
email has been accepted.

Enter the user’s work business phone number in the Work
Phone field. This is a required field (20- character limit).
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c. Enter the user’s business phone number extension in the
Phone Number Extension field (10- character limit).

d. Enter the user’s business fax number in the Fax Number field
(20-character limit).

e. Enter the first line of the user’s business address in the Address
1 field (60-character limit).

f. Enter the second line of the user’s business address in the
Address 2 field (60-character limit).

g. Enter the city for the user’s business address in the City field
(60-character limit; no numeric).

h. Select the state for the user’s business address from the
dropdown menu provided under the State field.

i. Enter the ZIP Code for the user’s business address in the ZIP
Code field (5-character limit).

J. Enter the ZIP Code Extension for the user’s business address
in the ZIP Code Extension field (4- character limit).

k. If necessary, enter the associated Post Office Box in the PO
Box field (35-character limit).

Note: PO Box is limited to numeric values and cannot contain alphabetical
characters.

12) After all required details have been entered, click Next.

ATOTEsS 2 ZIPEXT

Cley* PO Box

State *

CANCEL

13) The Manage Roles page displays. Click Add New Role.
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Manage User Roles

User Information

Full Name TrAMS Global Viewer Username aana.globalviewer@dot.gov
Title TestUser Status Active
User Type FTA

Add/Update User Roles

Access Control

# System Role Category  Role i Organization Cost Center Justification Document Status Comments @ 0 ©
y Local Security . . 78100 - Region 1 =
1 OTrak Region Tt OTrak Region 2 5 NA Approved Z x
61000 - Office of
Local Security " the
- s
2 TrAMS FTA Staff Mres: frowy: | HegONZ A NA Approved Zz x
(TOA)
Office of 62000 - Office of
3 TrAMS FTA Staff Director & . = Administration N/A Approved adding new role 8/16 0 Z x
Administration (TAD) J Sl

+ ADD NEW ROLE

CANCEL VIEW HISTORY

14) The following fields are required and must be populated before the
role(s) can be submitted: System, Role Category, Role, Access Control
Group, Organization, Cost Center, Comments.

15) Click Submit and a confirmation screen will appear.

Confirmation

By clicking Submit. you certify that this user requires the role(s)
assigned to them, is In good standing with their assoclated
organization(s). and is a valid user of the assigned FTA system.

NO YES

16) Users can upload a justification or delegation of authority document
for any role, the Add Justification Document section will display.
Users can download the Justification Document template using the link
available in that section. Please follow the instructions within the
document on how to complete the Justification Document.
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o TIROTT

4 NTD = Reporter ~ SafetyViewer ~ Unassigned (NTD Validation Analyst) = 4RO1-Alabama Department of Trans.

(#4) Add Document For Selected Role (& Download the template)

System Cost Center Organization
NTD 78400 - Region 4 (TRO-4) 4RO1 - Alabama Department of Transportation (ALDOT)
Document * Descripti

wioan G

Document Name *

CANCEL UPLOAD DOCUMENT

17) When all roles have been added, click Submit to complete user setup.

Role Justification
#  System Cotegory Role Access Cantrol Group Cost Center Dacument Status Comments e @ ©
78100 - Region
T R evel h NiA Approved r
M it D e e proved 0D & x
N R User Manag off Transit Safet, o h A i 0 &z x
3 TrAMS Recipient User Manager Region Approved i 0 & x
Justificatio
4 NTD *  Reporter = Safety viewer ~ Unassigned (NTD Validation Analyst) « est X Approved reason x

‘ + ADD NEW ROLE ‘

CANCEL view HisTory ETEIYN

18) A User Creation in Progress page will display. You can click Close to
leave the screen without impacting the user creation process. If you

want to verify that the user record is created, wait about a minute,
and then click Refresh.

User Creation In Progress

The users data is being processed, I may 1ake a few minutes for all changes ta appear an the users record. Click the ‘Refresh’ button after a

minute to confirm that the user has been created. Click the 'Clese’ button 1o go back to the Actions tab.

REFRESH

19) The User Successfully Created page displays the user’s summary
information. You can click the link below the user’s last name to go
directly to the user’s profile.

User Successfully Created

LUgIN iNstructions have beea senl 1o wia 2ma

Username 11ansil user@fakecom Title Analyst

First Name Sophia Honorific Ms

Middle Name & Company Name | acal Transit Agency

Last Name Transit.Ricer

Ciick hers to access the Liser's recors /

System TraMS

CLOSE
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20) Click Close to return to the Actions page instead.

User Successfully Created
OEIN Instructans nave been ent to This user via ema
Username fransituser@take.com Title Analyst
First Name Sophia Honorlific Ms
Middle Name A Company Name |ccal Transic Agency
Last Name Transit-Rider System TraMs

CLOSE

21) The user will receive an automatic email alerting them of the account

setup, like the one below.

From: FACES System Administrator
Subject: New Account Created on FTA Platform

Dear Joe Doe,
A new user account has been created for you on the Federal Transit Administration's (FTA's) FACES Platform. This account provides
you access to the State Safety Oversight Reporting (SSOR).

You should have received an email from Appian, the underlying software system, with your username and your temporary password.

The following roles have been requested for your account:

Application Role Access Control Group Cost Center/Organization Status
Primary SSOR Local Security Managers Arizona Department of Transportation
SR Reporter (LSMs) (ADOT) Approved

If you have roles that are in a requested status, you will receive an email notification when the role has been reviewed by the
approver.

To log in to your account, go to https://facesdevS. fta.dot.gov/suite/ if you are an FTA employee access this site from an FTA network,
read and agree to the system user notification. Then click the 'If you are an FTA User, click this link to login’ link. If you are unable to
log in, contact your FTA supervisor. If you are 3 non FTA employee, read and agree to the system user notification. Then click the 'If
you are an External User, click this link to log in" link. If you are unable to log in contact your organization User Manager or FTA
Regional Office. All user's can also contact your application's help desk:

SSOR Help Desk at FA.SSOR.HELP@dot.gov

‘ Federal Transit Administration
https://www transportation.gov,

V United States Department of Transportation
Federal Tronsit 1200 New Jersey Av SE, Washington DC 20550
Administration

**** This is g system generated email. Flegse do not reply.

6.2.2 Action: Assign Bulk Roles

If more than one user or external user needs to be assigned to a new user role,
the User Manager, LSM, or GSM may bulk assign user roles through this

action. The assignment process will provide validations and will only allow
users to be assigned roles that are valid for them. This action is useful when
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paired with the Create Multiple Users form or any other time where many

users must be assigned to new roles.
To assign bulk roles at once:
1) Click the Assign Bulk Roles from the Actions tab.

MANAGE USERS

&
Assign Bulk Roles c d Manag
E 8
Recertify Use Remove Bulk Roles
& L
Review Unlock Requests Manage Access Control Group

i i

Manage Role Documentation Manage System Announcements

User Management ~ O [ L eTe—

2) The Assign Bulk Roles page displays a yellow banner that requires the

user to click the PROCEED button.

Assign Bulk Roles

This action will affect System performance when submitted during business hours. Click proceed to continue.

*System  TrAM *Role Category

yping the user

ions; User ypi
£ 300 roles can be

nstructio e
been added to the grid. yo

Access Control
Group

4 User Role Organization Cost Center Justification Document

CANCEL

PROCEED

Comments e o

3) The Assign Bulk Roles page displays the available users to assign
new roles based on the user assigning the roles, and the users to be

assigned to arole.
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Assign Bulk Roles
* system - * Role Category ~ [ Reser
r the other. To create another group, click on Add v
u Rol éi; " Control Organization Cost Center Justification Document Comments
o items
ANCEL

4) The Assign Bulk Roles displays a short list of user roles from the Role

Category. Select the relevant user role category to which the users will
be assigned from.

Assign Bulk Roles

*System  TrAMS - * Role Category ~ | | Reser

Select a Role Category

o System Administrator Ibr. To create another group, click on Add User again. Whe:
ma;
Global Users

FTA Staff
#  User Role Acess Control Organization

n all users have

5) Once the role category is selected, the user manager can add users
clicking on the link “Add user”. Multiple users may be added as a group
by typing the username one after other. When all users have been added
to the grid, you may select a single role or multiple roles for each
group of users. To create another set of users, click on Add User again.
Assign Bulk Roles
*System  TrAM: v *Role Category R it - EI
# User Role 2:_:‘5:(0“”“‘ Organization Cost Center Justification Document Comments (7] (7]
(TRO-1 & upl
CANCEL NEXT

6) The logged in user is given an option to copy the same set of role
combination in a new row and can add more roles or organizations in
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addition to the copied set. After that he can select the users in user

column like step 4.

Assign Bulk Roles

*System | TrAMS

* Role Category

Recipient * | Reser

r name one after the other. To create another group, click on Add User again. When ail users have

g he ant in
Access Control . .
#  User Role Group Organization Cost Center Justification Document  Comments e
Aarya Developer (arya.developer. x . <tificat .
1334 - Transportation, Connecticu... X 8100 - Justification Reason
Adakan@Ridedart Dakan (adakan... X Read Only - Region1 Region 1 X
(TRO-1) =

+ ADD USER
CANCEL

NEXT

7) The logged in user will have the option to cancel this process at any
time by pressing the cancel button in the lower left-hand corner of the

screen.

Assign Bulk Roles

*system  TrAMS *Role Category

Add User below. Multiple user
ole or multiple roles for each gro

Access Control
Role

+ADD USER

Organization

Recipient ~ | Reser

r the other. To create another group, click on Add User again. When all users have

CostCenter Justification Document  Comments ® ©
Group
Aarya Developer (arya.developer... X e e stificat <o
1334 - Transportation, Connecticu... X 78100 - i= Select Existing Justification Reason
Adakan@Rridedart Dakan (adakan... X Read Only ~ Region 1 Region x
(TRO-1) & Upload

NEXT

8) Once the logged in user has added all users to be assigned new
roles, click the Next button to navigate to the Confirm Bulk Role

Assignment page.

Assign Bulk Roles

*system

*Role Category  Re

Insiructions; Users can
been added to the gr.

'8 on Add User below. Muitiple

ay be added
sle or multiple roles for eax

Enter a justification statement for the role assignment in the comments field

+ ADD USER
CANCEL

uld be a brief statement that exp g eeds t ong ant informa
Access Contral .
#  User Role Group Organization CostCenter Justification Document  Comments e ©
Aarya Developer (arya.developer. x = 1= colect Exictin stificat SO
1324 - Transportation, Connecticu... X 8100 - i Select Existing Justification Reason
Adakan@Ridedart Dakan (adakan... X Read Only - Region1 Region 1 x
(TRO-1) &, Upload 4

] RESET

fter the other. To create ai

ther group, click on Add User again. When all users have
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9) On the Confirm Bulk Role Assignment page, the logged in user will be
able to confirm the bulk assignments. Should a user be assigned a role
that they are not supposed to be assigned to, the user manager can go

back to the Assign Bulk Roles page and remove any necessary users
or roles by clicking the Back button.

Confirm Bulk Role Assignment

=
10) If desired, the Confirm Bulk Role Assignment page will prompt the
user manager to upload a justification document to be attached for
confirming the roles. Click the Upload button to select a single
justification document to upload for all roles.
# User Role ';i;f;c""""' Organization CostCenter Justification Document Comments o ©
: Analyst TestUser11 (state.analyst11) X e S VRS i Select Existing -
/ -
(#1) Add Document For Selected Role (& Download the template)
System Cost Center Organization
v(»‘«N(EL
11) If a User wants to upload a justification or delegation of authority
document, they can use the Add Document for Selected Role
section. Users can download the Justification Document template using
the link available in that section. Please follow the instructions within
the document on how to complete the Justification Document.
# User Role 2::35; Control 5 eanization Cost Center Justification Document Comments o ©
1 Analyst TestUser11 (state.analyst11) X e M E = o x
& 3
(#1) Add Document For Selected Role (& Download the template) Q—’
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12) Click the Upload button in that section, select the justification
document that you wish to upload in the Windows file browser and

click open.
U » ThisPC » Documents » FACES Samples ~ O Search FACES Samples o
Organize + New folder =~ [ @
A
2 MName Date modified Type Size

# Quick access

[3=| PPD-BlankDaoc Microsoft Word D... 12 KB
[ Desktop . — " = "

[3=| Sample-Document Microsoft Word D... 0 I\BI
; Downloads [3=| Sample-Document-2 Microsoft Word D... DKE
|=| Decuments 3] Sample-Document-3 Microsoft Word D... 0KB
&=/ Pictures

DodleDala b rricam e &7
File name: |New Microsoft Word Document v| All Files ~

cance'

13) After selecting the justification document to upload, the user manager
may delete that document upload and select again by hovering over the
document icon and pressing the below displayed icon.

Document ®

ample-Document
DOCX - <1 KB

14) After the upload is finished, the user manager will have to give a title
and brief description of the justification document before clicking the
Upload Document button to finish the bulk role assignment.

# User Role 2‘;;5; Control 5 eanization Cost Center Justification Document Comments e ©
Analyst TestUser11 (state.analyst11) X = t Existing
1 Global Security Manager (GSM) v X
X Upls
(#1) Add Document For Selected Role (& Download the template)
System Cost Center Organization
NTD
Document * Description *
upLoAp [}
Document Name *
N 3
CANCEL UPLOAD DOCUMENT

15) After clicking the Upload Document button, the request will be
processed, and the user manager will be returned to the Actions page.

6.2.3 Action: Manage Role Documentation

Roles can have an optional justification document for their assignment to a
specific user. FACES has incorporated a Justification Document template that
can be downloaded and completed. The Justification documentation can be
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uploaded in advance of role assignment via the Manage Role Documentation
action or uploaded at the time the role is added on the Manage Roles form
as shown in section 6.2.1. At the time of upload, documentation is tagged to
the user’s organization. During role assignment, the document is then tagged to
the specific role and the specific user. A single document can be used for any
combination of roles and users (presuming these roles and user are mentioned
within the document).

To upload role documentation in advance of role assignment:
1) Select Manage Role Documentation from the Actions tab.

2) The Manage Role Documentation page displays available role
documents. User Managers can view, add, or delete documents for their
organization(s). Validation Analyst and LSMs can view, add, or delete
documents for their Cost Center(s) and any organization(s) within
their Cost Center(s).

Manage Role Documentation

System  TrAMS - Organization

Access Control | Region 3 Cost Center 78300 - Region 3

Group

=

Document Name 1 Description Access Control Group Cost Center Organization Uploaded Date  Uploaded By

Justification Region 3 N/A N/A 11/13/2020  faces.admin@test.com

Justification Region 3 N/A N/A 11/13/2020  faces.admin@test.com

Test Region 3 78300 - Region 3 1402 - Baltimore, City Of (BALTIMORE CITY) 5/1/2019  ahmed.khan

2/412020  ahmed.khan

401 - Transportation, Maryland Department Of e [P

3) To download a copy of a document, simply click the document name
link.
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System

Group

Manage Role Documentation

TrAMS

Access Control | Region 3

. Organization

< Cost Center 78300 - Region 3

=)

Document Name

CLOSE

lﬂs::

Access Control Group Cost Center

Justification Region 3 N/A
Justification Region 3 N/A
Test Region 3 78300 - Region
do gion 3 78300 - Region
sample Region 3 78300 - Region

Organization

Uploaded Date  Uploaded By

N/A 11/13/2020  faces.admin@test.com
11/13/2020  faces.admin@test.com
3 1402 - Baltimore, City Of (BALTIMORE CITY) 5/1/2019  shmed.khan
5 396 - Transportation, Delaware Department Of iastan || abimediton
DELDOT)
: r\“(" : Transportation, Maryland Department O 1/8i2619 | leslasiith

1-Sof11 >

4) To view a list of user roles and user tied to an existing document, click
the checkbox next to the document record. Beneath the document grid a

list of justified roles will display. Click a specific role name to show all
users with that role.

Document

Access Control

escripdon 0L C r
Name I Destriptior Group Cost Centey
73200
Ml o Fake Doc TraMS Regicn
$ o | B
T3200 -
ot tosts TrAMS Repicn 2 75200
Region 2
73200 -
c5ts tosth TVAMS ReRlen 2 R
Regiun

Organization

1474 < howy Jorsey Trarsit
Corgaration. Tha (N7

1324 - Courty Ot Chomung
(CHCMLNG CMT)

1324 - Courty Ot Chamung
COIEMUNG T

Uploaced

ploaded By
Date Uploaded By

17/572019

taces,sysacr Mo halbimaiaator cow

»  Bruce Hawens12i4s

102272019 Bruce Faw(ns12345

Jusrifled Roles

Jssr Marage

1 Justitied Users
petar L

Surile trarmsum

5) To upload a new document Click Add.

Systam

Access Contral

Group
Document
Name
)

L

CLOSL

Manage Role Documentation

TIAME

TiAMS Region

y Aczess Control
Descrpticn Cost Center
Graup

- Organzation ool

. Cost Center /4200

Organization

: FRNC - 1214 - Nowy jzrsey Transit
ke Do raN'S Aegine 2
Katial Arcgion 2 Coraecatinn, The INJTC)
73200~ 1224-Con

eSS TraN S Aegien 2 = -

F Reglen 2 {CHER N
L rANS Regivn 2 13200 7
e AR Hegion 2 (CHEMUNG CNT)

W2y

R 2

Uploaced

Ul y
hate ploagec 3y

1a2ns  Cavessysndmivbalagterailiceues com
QP21

Brice Fayakirat 2345

Oruceliaakits1 2325

6) The Add Document section will display beneath the list of available
documents. Users can download and use the Justification Document
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template link available. Please follow the instructions within the
document on how to complete the Justification Document.

Darlynn Smit (NTD Validation
Analyst)

1

9/1/2020  faces.sysadmin.

6522 - Personnel Management, U S

he Administrator

3/23/2020  faces.sysadmin.

Office Of (OPM)

1-50f879 > »

Add Document (& Download the template) Y=

System * Access Control Group Organization

Document * Description *
urLoap [}

Document Name *

CANCEL

CLOSE

@mailinator.com

%
UPLOAD DOCUMENT

7) Click Upload to browse for justification documents to add to the
document repository.

1-50f879 > »

Add Document (& Download the template)

System * Access Control Group Organization

Document *

Document Name *

Description *

CANCEL

CLOSE

tynn Smit (NTD Val atior

1 ff' ‘/”‘) ST (NI Validation 78100 - Region 1 tato 9/1/2020  faces.sysadmin.bala@mailinator.co
- ’ 62000 - Offi f .

1 Office of the Administrator A;m"wm‘;;” vty 3/23/2020  faces.sysadmin.bala@mailinator.co

it

Vi

UPLOAD DOCUMENT

8) Using the Windows browse function, find and click the document to
upload. Then click Open.
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€ Open

+ Libresies » Documents »

@ \_7,,‘ E

Orgenize New folder

¢ Tavorites Documents library
r B Desktop Includs pCaton
# Downloads N ) Dete modified Type Size
2] Recent Places
Custom Office Templates 1 ) AN File feide

Lbrarie Q| Ssmple Document.doce 12/2/2013 1127 AM  Microscit Word D 1248
~ =
<] Documents
o Music
= Fictures

8 vdeo:

& Palencia, Christing
i: Contacrs
Desktop
m Desktop
& Downlosds

L Favorites

File name: Sample Document.docx - Ildl Files 7.7}

e [

Ba

9) The selected document will be uploaded.

10) To select a different document, hover over the document file name

and click the “X” that displays. You can then click Upload to choose a
new document.

Document
Sample Document 3
DOCX - 11.58 KB

11) If the user is a User Manager for a single organization, the System,
Access Control Group, and Organization fields will be assigned by
default to the user’s organization. Validation Analyst, LSMs and
GSMs may need to populate some of these fields.

Add Document (&, Download the template)

System * Access Control Group Organization

SSOR ¥ SSOR Local Security Managers (LSMs)

FACES Justification Document v1.0
PDF-213.03 KB

Document Name *

(ANCEL]

CLOSE I

“

UPLOAD DOCUMENT

12) This page requires descriptive information to be entered to make the
document accessible to other users and to explain the document
contents.

a. Document Name: A clear document name is essential for
other users to know what the document’s purpose and
coverage. Document names cannot exceed 255 characters.
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b. A description that provides even more details about the

document’s intent, content, etc., is also advisable. Descriptions
cannot exceed 4000 characters.

Once the information for the document is finalized, click Upload Document.

Add Document (&, Download the template)

System * Access Control Group Organization
SSOR ¥ SSOR Local Security Managers (LSMs) v
Document * Description *
FACES Justification Document v1.0
PDF - 213.03 KB

Document Name *

“

[ canceL ] UPLOAD DOCUMENT

13) The document is added to the list of available documents with its
Document Name, Description, Access Control Group, Cost Center,
Organization, Upload Date, and the UserID of the person who uploaded

Manage Role Documentation
Systam - Organization
Access Control -
Group
ADL
nent n - = g Jpk
acuyney 1 Description Access Control Group CostCenter  Organizaton Vploadad Uploaded By
MNarme Date
w Cilliar (1L waldation e i T e
24 snalysy 2cxion 1 WY surnisntegsnidut gy
oM reledae 201102 QTrak Reghan 78400 - 1002202070 aces symtemadmin starn 33Een g
o Jegicn d

14) To remove a document from the system, the user simply highlights the
document to be removed by selecting the check box associated with it
and clicking Delete. Users can only delete documents that have not yet

been selected to support user role assignment. Only one document can
be deleted at a time.
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Manage Role Documentation

System Y A v Organtzation

Access Control
Group

DELETE
Documant ) . Uplozded
Nam | Destription Actess Contral Group Cost Lenter  Organizaticn P Dat Upleaded By
ame Nate ?
illan (NTE Ya daton 10002 - Marchastar Trarsit
122 1 wrmz.etng vl guy
Anayst Aurkary 1ATA) 2009 rni wrnirdal g
M 008 roedce ‘JJv o= aTrak R2gon 4 1002252 019 Paces spstemadministance 338det a0y
i
failey (KT valitatinn B0
o ' : IWIE0TE srni T e
sram Ragian 1

15) A dialog box displays that requires the user to confirm the deletion.

Are you sure you want to delete the selected data?

NO YES

16) Click Yes to delete the document. Click No to cancel.

17) Once a document is deleted, the screen will refresh, and the remaining
documentation displays on the Manage Role Documentation page.

18) If no further documentation needs to be uploaded or removed, click
Close to return to the Actions tab.

Manage Role Documentation

System  Traps v Organlzation
7u200 . Brvion 3
Access Conrol  Trams Regian 2 - Cast.Cantar: A2 > Bogon 2
Graup

ADD

Rocument 1 Descripticn Aeceas Comm) Cost Center Orgonizatian L:Ioadll:d Uploaded By

MName Graup Date

Lot Fatz Doc TEAMS Region 2 ‘r“:;‘ﬁ:lt::.!rl:lilrl ) 152009 (3 sysadmin. balagiailingor.com
L sl [1AMS Resion 2 ;;A"_"";',Li" Chemupg T2 Unoce Havking] 2335

L el TIANMS degon 2 e 1924,- County OF Chemuis 10E2NNY Hie Hawking] 2335

fiegan 2 ICREMUNG CNT)

6.2.4 Action: Manage Role Documentation

If more than one organization or external user needs to be created, the User
Manager, Validation Analyst, LSM, or GSM may bulk load their profile
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information into the system using a Microsoft Excel file. A file template is
provided by the system and must be used. FTA users cannot be uploaded
through this action. The upload process will perform data validations and
will only upload users that pass all validations. This action is useful when
new organizations are added to your system and many users need to be
imported at once. At this time, user roles must be added separately using

the standard Manage Roles form.
To upload multiple user information at once:
1) Click the Create Multiple Users from the Actions tab.

User Management ~ O Q e trw A

2) Download the user information template by clicking the hyperlink that
says Template.

Create Multiple Users

ng th ¥ Now artion th the t c % will

Download Template

{+) show Instructions

Upload User Data *

Uptoad your completad "xisx" flle here

CANCEL SUBMIT

3) The template will contain the following fields for user data. Almost all
fields are required. In the template for each user provide the following

details for each new user:

Required Data Entry Rules

User Type Yes Must be Organization, DOL, Auditor, or Contractor.
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Email Yes Entry must be a valid email entered in all lowercase
(username) characters. This

First Name Yes Cannot contain any special characters (e.g. $) or numbers.
Last Name Yes Cannot contain any special characters (e.g. $) or numbers.
Title Yes Must not exceed 255 characters.

Honorific Yes Must be Mr., Mrs., Ms., or Dr. (periods required).

Office Phone | Yes
Number

Must be formatted like a phone number (e.g., (555) 555-
5555). Cannot be just a 10-digit number (e.g. 5555555555).

Address 1 Yes

Must begin with a street number (e.g., “1207 Maple St”) or

a PO (e.g., “PO Box 412”).

Address 2 No

City Yes Cannot contain special characters (e.g. $) or numbers.

State or Yes Must be a verified 2-character US state or US territory

Territory abbreviation.

Zip Code (5 Yes Must be a 5-digit number. If the leading zeros are being

digits) stripped from '.xIsx' document, begin the zip code with an
apostrophe (e.g. '01234).

Company No Must not exceed 255 characters.

Department No

Must not exceed 255 characters.

4) The file must be saved with an “.xIsx” file extension. (A sample file
with four users is shown below.)

A L}

o

H

5 £ F G J K
I UsorType  Emall {username)  First Name Last Name Title Honordtic  Oftice Phono Numbei Addross 1 Clty State or Territory
3 Crganization |smithigtake.com fohn Smith Analyst Mr. 1123)123- 1234 121 Ninth St. Transitvilla 1L
4 cic, smith Analyzt or. |123)122 1224 101 Ninth St Transitvilie 1L
3 smith Analyzt Mr 101 Ninth St. Tranzitvillz 1L
Smith Analyzt Mrs. [123)123-1234 101 Ninth St IL

5) When the file is ready to be uploaded, click Upload on the Create
Multiple Users page to locate the Excel (.xIsx) file.
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Create Multiple Users

New uzer information (narnes, addresses, §
users must be acuvated using the “Create Néw User action on the Actons tab. User rofes wil be added at that time.

Download Template

Tempiate
h | dow 3 i h ypi f N1
T st -
i
Upload User Data *
UFPLOAD [_‘
Upload your corpieted . xlsuC file hery

6) Use the Windows browser capabilities to locate the file to be uploaded.
Click Open to add the file to the system.

« v ] » ThisPC > Desktop » FACES » New Users v U Search New Users r

Organzz v New folder vy ™ ©

mqa
17 KB

s Quick access

@& OneDrve Sample Doc.docx

B This PC @2 Semple Document 2.dacx - 71 AM 12 KB
% Semple Document 3.docx 3 71100 AM 12KB
I Desktop < i
@5 Semple Document.docx 1 AM 12KB
8 Dacuments Q' Sample New Usars.xlsx 9/28 511:38 AM 12KB
& Downloads
Lo Y,
File name: lACS_Template‘BulkUsevUptead Excel.dsx < | All Files v

7) The file that was selected is listed on the upload page.

Upload User Data *
@ ACS_Template_BulkUserUpload Excel

XLSX - 1221 KB

pioad your rompleted “xisx” file here.

CANCEL susMiIT

8) Click Submit. This will begin the data upload and validation.
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Crea

Template

XLSX - 12.2

CANCEL

Download Template

Upload User Data *
@ ACS_Template_BulkUserUpload Excel

te Multiple Users

" information [namas, addresses. phone numbers) ca!

oad your completed “ xdsx

n be uploadad for

multiple usars 3t 3 time, Once user Information s uploaded. new

SUBMIT

9) The Confirm Users page will open. The system will display the users
in the file that can be uploaded (New Users) and the users that have
data issues (Users with Errors). For each user with issues, specific error
messages will be given to help correct the user data.

New Users

Username
jsmith1@fake.com

fsmith2@fake.com

Users with Errors

Username

jsmith3@fake.com

smithd@fake.com

Confirm Users

”0

First Name

john

Errors
Office Phone: Input

City: Input is required

s

Last Name

Smith

Smith

s Required

C e

10) The user may:

a. Select Cancel to return to the Actions page. Click Yes.

NO

You are about to exit this form. No users will be saved. Are you
sure you want to continue?

YES

b. Select Back to return to return to the previous page and select a
new file. Click Yes.
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Changes will be lost, are you sure you want to go back?

NO YES

c. Click Submit to confirm the users and complete the upload
of all users that passed validation checks. Only users that
passed validation will have user records created.

jsmithi@fake.com Oftice Phone: Input Is Required

jsmirhd@fake.com City: Input s required

ES =

11) The Creating Users form will display. Click Refresh to see how
many users have been created. The process may take several minutes.

Creating Users

0 out of 2 users have been Crested, Pleose click refresh to see if the process is complete, This may take a few mmutes

12) Once the users have been added to the system, clicking Refresh will
display the Users Created screen. Click Close to return to the Actions
tab.

Users Created
The following users have heen creatad, These users
New Users
Username Flrst Name Last Name
il Etake.com jorn Smitt

smithZ@lake.com essica St

13) To finalize user setup, the User Manager will need to locate each user
to add user roles. Users will be unable to login until roles are added.
The same individual that uploaded the user data does not need to be
the person to activate the accounts. If multiple user managers exist for
an organization, this responsibility can be shared.

14) To locate a new user to finalize, go to the Create and Manage Users
action.
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User Management ~ 0 [ T eTe—

&

Assign Bulk Roles c nd Manag: Create Multipl
8.

Recertify Ut Remove Bulk Rol R Role Regq

D
a

Manage Role Documentation Manage System Announcements

15) Select the appropriate user type, enter the user’s username, and click
Next.

Create and Manage Users

Uscr Type*
FTAtaf?
Orgarizativen User (e, ketipient, Heporie)

Fxteraal User (r.g. 0L, D5T Arvimees, ALditar, Ceatrastors|

CANCEL

Create and Manage Users

Username

I |anedoeifakeernall.com I

The username must be an emall aderess,

BACK CAMCEL MEXT

16) A page will display a message that the user needs to be activated.
You will be given the option to navigate to Manage Roles for that
user. Click Yes to proceed to Manage Roles.

Create and Manage Users

User Information
Full Name %= Jane Doo Username |ancdoc@fakecmail.com
Title Analya Status Deazctivated

User Type Orgarizaton

Tha user reeds to be acovated, Would you ke wo mansge tis user's roles?

NOC || CANCEL YES
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17) Follow the standard process for adding roles to the user and then
click Activate. The user will be notified that their account has been
established at this point.

6.2.5 Action: Remove Bulk Roles

If more than one user or external user’s user roles needs to be removed from
the system, the System Admin, Global Security Manager, Validation
Analyst, LSM may remove user roles through this action. The role removal
process will provide validations and will only allow users to remove the user
roles that are not valid for them anymore.

To remove bulk roles at once:
1) Click the Remove Bulk Roles from the Actions tab.

L Lot

Create and Manage Users

Recertify Users Remove Bulk Roles Review Role Requests
e Role(s) for Actve U Remove Roles in gulk Reject A

2) The Remove Bulk Roles page displays the available users with
existing roles they are assigned with can be removed.

Remove Bulk Roles

st Catogary . Access Comtral

Orgardration

List of Users

3) The user is provided with filters to narrow down specific users.
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Remove Bulk Roles

4) Once filters have been applied, the user can select multiple users by
clicking anywhere on user record row from the List of Users grid to see
what roles they currently have; selected users are highlighted blue.
Clicking on a selected user record again will deselect that user.

Remove Bulk Roles

Role Categary Aot Auten Conrel e
Orovy
Organization 4 . Trampors " 1t Depararest Of ICONNDGT) X
Cust Centar T
=ale
urer

List of Users

Creeted Dute Modfied Date

5) The user will have the option to cancel this process at any time by
pressing the Cancel button in the lower left-hand corner of the screen.
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User Roles

6) The user can select multiple roles for multiple users by clicking
anywhere on the rows from User Roles grid to remove the roles from
the system. Clicking on a selected user role again will deselect that
user role. Once the user has selected the users and user roles, click
Next to navigate to the Confirm Role Removal page.

7) On the Confirm Role Removal page, the user will be able to confirm
the bulk role removal by clicking Confirm. The logged in user can
navigate back to Remove Bulk Roles page by clicking the Back
button if the roles are not supposed to be removed or to remove some

more roles. Clicking Cancel will not save any changes and take you
back to the Actions home page.
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Confirm Role Removal

8) Click on the Confirm button to confirm the changes and finish the
Role removal process. The logged in user will now navigate back to the

Actions page.

6.3. Managing User Records

Once a user has been created, the User Manager can manage details for existing
users in their organization including managing the users’ profiles, updating their
roles/privileges, deactivating, and reactivating users, and unlocking user accounts.

1)
2)

Click on the Manage Users tab.

On the Manage Users page, enter the search criteria to locate the user that
requires any number of changes and click the hyperlink for that user from
the list presented. Partial text searches are allowed.

v Report Filter Criteria

+ & CREATE NEW USER

+ 8 CREATE MULTIPLE USERS

System  Solec
Role Category  Scl=c

Access Control  Selecra gro
Group

Organization @
Role  Seiec

Display individual Roles in Grid

Cost Center  Sc/ect (o

User

Name  5cs

Status

Active
Locked

Deactivated

CLEAR FILTER(S)

3) The user record will open to the User Summary screen. Click Related

Actions.
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Transit-Rider, Sophia (transit.user@fake.com)

§ | edicmotie
faeenhe
s
& Manape Sacunty Quetians

R B (R PR T R YRR

ﬁ Nage N
SCLIeuRane sarty i

4) From this page, the User Manager may Edit Profile, Manage User Roles, or
Deactivate User. The Reactivate User related action will show if the user is
deactivated. Likewise, the Unlock User related action will show if the user is
locked and has submitted an unlock request.
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Summary User Detail sser Holes History Related Actions

* Edit Profile
Edit Profiie

ﬁ Manage User Roles

AdU or Defete user 1oles

5 Deactivate User
Deactivate User Accourit

6.3.1 Related Action: Edit User Profile

Organization and external user profiles can be edited by the users’ management
chains (User Manager, LSM, or GSM). All profile fields, except for username,
email address and system, can be edited by a user manager.

Note: | Organization and external users cannot edit email addresses. Ifa user
needs to update their email address, they need to contact
FACEShelp@dot.gov.

To edit a user’s profile:
1) Go to the user’s record and select Related Actions.
2) Click Edit Profile.
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* Edit Profile
Edit Profile

’ Manage User Roles
Add or Delete user roles

* Deactivate User
Deactivate User Account

Sunnie, Arya (arya.sunnie@mailinator.com)

Summary User Details User Roles History News Related Actions

The Edit User Profile page will display all previously saved user

information details in editable fields.

Edit User Profile

Basic Information

Username *
arya.sunnie@mailinator.com

First Name *

‘ Aryd

Middle Name

Last Name *

sunnie

Contact Information
Email @ *
arya.orgum@mailinator.com
Phone Number *
(123) 454.5456
Address 1+
1330 summerfield dr

Address 2

Title *

um
Honorific *
Ms.

Company Name

Department

Fax Number

Phone Ext

Zip Code *

20170

Zip Ext

3) Make any necessary changes. The same field validations that applied
at the time of user creation will still apply (e.g., checks for phone

number format).

4) Click Save to update the user’s profile with the new and/or changed
information. It may take a few minutes for all the information to save.
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Edit User Profile

Basic Information

Username*

\\\\\\\\\\

rrrrrrrrr

CANCEL
L

5) Select Cancel to return to the Related Actions page without saving
any changes.

6) All changes should be visible on the User Details page. Additionally,
an audit trail of all changes will be added to the user’s History page.

Related Action: Manage User Roles

Once the user has been created, the User Manager, LSM, Validation
Analyst or GSM can add or remove roles to adjust a user’s access and
permissions. Security rules govern which types of roles can be added or
removed from a user. User Managers can only add or remove roles for
their own organization(s). LMSs and Validation Analyst can only add
roles within their Cost Centers. GSMs can add or remove any role within their
associated system. To assign roles to a user in multiple organizations or
across multiple systems, the User Managers from each organization will
need to add the corresponding roles. The appropriate GSMs or LSMs can
be contacted to facilitate role assignment or User Manager coordination.
User roles can be added and deleted at the same time.

When adding/removing roles, note that users cannot have both Read Only
and active roles in the same organization (or Cost Center for FTA users).

For ease in explaining, additions and deletions are presented separately within
this document.

To add roles to a user:
a. Go to the user’s record and click Related Actions.

b. Click Manage User Roles.
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Sunnie, Arya (arya.sunnie@mailinator.com)
Summary User Details User Roles History News

’ Edit Profile
Edit Profile

’ Manage User Roles
Add or Delete user roles

* Deactivate User
Deactivate User Account

The Manage Roles page displays. Only roles that the user can manage
are visible in the User Roles table.

Manage User Roles

User Information
Full Namve  Mrs Joe Doz Usermame brasea—zeestumdessmp & com
Titke Toaa Status Selies

Uer Type Cirpariid

Add/Update User Roles

v System Role Category  Anle N Arganmabon Cost Tanter Jushheation Daoarant Staboe Commesece
5

Shrice
N " Jasr 1o i 1]
Macazeran
e
W plent Jeac 4 -d
Mt
» e leae tAney 4 Aopeed
4 R L (ocd
W Imsplent e " ' ]

S

Select Cancel at any point in this process to return to the previous page
without saving any changes.

Click Add to add a new role to the user.
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Add/Update User Roles

T Symem Rok: Cotegory  Roke Justiticasion Documen State Comments e ©

=i R U M, Spproves o
i R Uz M d 7 o
] Ml o Jiniae n
= R 0 ep o

f. The role filters (System, Role Category, Access Control Group, Cost
Center, Organization) must be populated for the available roles to
display. For most User Managers, these filters will automatically
populate, and the fields will be locked on the screen. LSMs,
Validation Analyst and GSMs may need to select a Cost Center and
Organization for the ‘Available Roles’ to display.

Add/Update User Roles

v Sywiee icle Catrgnry  Hlale ek Depanicatien Coxt Centar Justifieatice Docummnd Status

ezghen Uszr Mznager

I RO Newnat

g. Potential roles for the user are listed along with default information
about the user’s system, role, cost center, etc. In the screenshot
below, only roles available to TTAMS Recipients are listed. These
roles will be granted only for the Organization that is listed.
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Add/Update User Roles

Aeeess Comrad - Ciie T c
¥ Sy=em Role Cotegory Rok v SrRanzavon Coez Cente Jusiticacion Documers  Status Tommens
roue

h. Roles are further distinguished in terms of whether they require

J-

Approval and/or a PIN for completing select actions within their
system(s). Roles that require Approval must be approved at a level
above the User Manager.

Note: | Users cannot have a Read Only role and an active role in the same
organization. If your user has a Read Only role and needs an active
role, you will need to first delete the Read Only role.

Select one of the roles presented. Only one (1) role can be added at a
time. System specific rules will be enforced. See Appendix B for a list
of system specific rules. Click Add to complete the assignment of a
role to the individual user.

Add/Update User Roles

y s Lo 3 =
A Sphom Pale Cetcuury Aok T Uryganication Lo Comter Joaulicetan Decument St

The user and the updated roles will display. Justification Documentation
is optional to upload before a role assignment can be submitted. In those
cases, the Add Justification Document section will be displayed. A
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Delegation of Authority letter template is available on the FTA public

website.

Add/Update User Roles
¢ Systam ‘l'w 4 A :t' tro) e Cost Coreer 'rl':m‘:"": Status  Comments o ©
TeAM: L I Wi Reghoeal Commisaen 0 S0 LTETE Tad lopoe rod =
i 1 Iy OTEALTINGRE .. % "' . wevend T
To associate a document with the added role, select from the list of
available documents by clicking on Select Existing button.
Add/Update User Roles
¥ Spstem ::"i;m_, Roe peceas ool gogsnzaton CostCencer  Justficatlon St ants o o
Recipmre :. il o PP
fier -‘u tian 'J 1 Appnem r
R e 1 et obenlye "
Toct tace | Camm :A:Tit‘. ';"77 ot Approa O
: . - il . 230 R w ¢ . & %
- m Ty CF % girace S g
If the proper document isn’t available, click the Upload button.
[Add/Update User Roles
+  System Role ol :"_'“':r""'“l b CostCenter {L':;l:'x"r tab, ammer o o
(AME j“ i 23, ” o “pp cEroecd ()
AME C:: et at e 2
1 ! pent RIcporer  Remion 6 anziz TraezitAsth "';: [ e, B
rany tr i gy ‘|T-‘., Appen [
. B Bukinere, ity OF jRALTMORE .. % "I"' W% Arproed o)
T AR
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m. Click Upload to browse for the document to add. Using the Windows
browse function, find and select the document to upload. Once the
document has been identified, click Open.

1 OTrak FTA Staff

OTrak Region 78900 - Region
10 :

ocal Security Manager (LSM) iy N/A Approved test Z x
2 TrAMS «  Global Users +  Global Security Manager (GSM) ~ == (m) x
U
(#2) Add Document For Selected Role (& Download the template)
System Cost Center Organization
TrAMS N/A
Document * Description *
vrLoap Gy
Document Name *
y
n. Click Upload to browse for the document to add. Using the Windows
browse function, find and select the document to upload. Once the
document has been identified, click Open.
L » ThisPC » Desktop » FACES » Mew Users v O Search New Users -l
Organize + Mew folder - 1 @
[ This PC ~ MName - Date modified Type Size
Desktop (35| ACS Template BulkUserUpload Excel.xlsx 11/1472017 12:28 ... Microsoft Excel W... 13 KB
B Documents = Docdoc 2 AN CHEAL I T eI 100
; Downloads e Sample Document 2.docx Microsoft Word D... 12 KB I
J’! Musi Sample Document 3.docx Microsoft Word D... 12KB
Lt M= Sample Decument.docx Microsoft Word D... 12 KB
P
&= Pictures g5 298 AM Micros el W 7
ample New Users.xlsx 38 AM Microsoft Excel W.. 12 KB
B videos
. A v ©
File name: «| | All Files -
Open - Cancel

0. The appropriate document will be uploaded.

p. Descriptive information must be entered to make the justification

document accessible to other users and to explain what the document
contains. A clear document name is essential for other users to know the
document’s purpose and coverage. A description that provides even
more details about the document’s intent, content, etc., is also
advisable. The maximum characters remaining will show beneath the
document name and description fields.
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78900 - Region

| canceL

OTrak Region
a L urity Manager (LSM) & / t 0 @
1 OTrak FTA Staff ocal Security Manager (LSM) 1o 9(TR0.9) N Approved test x| 3
2 TrAMS +  Global Users +  Global Security Manager (GSM) + AT Approved Q x
2.Up
(#2) Add Document For Selected Role (& Download the template)
System Cost Center Organization
TrAMS N/A
Document * Description *
urLoaD G
Document Name * ||
UPLOAD DOCUMENT

g. Once the information for the document is finalized, click Upload

S.

Document.

The document is added to the list of available documents and is pre-
selected as the appropriate document to tag to the new user role.

Add/Update User Roles
e em R Rose Acopss Coneso Renizath
¥ Graug
= Olfice
1 i - Won preg N
M
T B2 2 Oltiee N
atln |
Tras ek W= Aszoc
1 ol
Tood, R Bcpomer Reakn &
Tae F 1
il - Iy G40 IR

Swe Comments e o o
ppmees 1) x
poreve 0 *
IR ) x
¥ O »

Spprns n ® =
¢ Un] ®

Bl

At this point, comments are required to be added into the Comments
data entry box to complete the use of the document for that role,
especially if the document is not obviously associated with the role.

Then click Save.

Add/Update User Roles
R Role S - <5 Conuol
Catmpeey Group
1 oA ¥ ' laade i, r
naper
Aol
TS Rezphknt i Ohitce o Jatonzl : Feundsu @
it addm
178
SV Rednkns 5 tioe Of Went 250
g m a
TraA ¥ bt R Rep ¥ J -~ 1 utharh 6175
370
Toasd Fiu 1l Fugi =
e
I - - om m GF IHALTIVNOGR e

C 1 e e @

¥ In @ x®

P a} x

e U} x

poTGue: (] x

1 it lm | x
aal

K ‘s | x

Glte~z
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t. Click Submit to finalize the assignment of the role(s).

CANCEL

VIEW HISTORY

SUBMIT

u. The User Roles Updated page displays a message that the roles are

being processed within the system.

User Roles Updated

he user's role changes are currently being processed, it may take

) few minutes for all change:

5 Lo appeor on the user's recors

CLOSE
v. Click Close. The Related Actions page displays.
6.3.3 Delete A Role
To remove a role from a user:
1) Go to the user’s record and click Related Actions.
2) Click Manage User Roles.
Doe, Jué (briantramstestum@example.com) =3
SuTmary User DeLail: User Rles 1E 5y L
T
B e aeien
* [|EHLU!(I[EU51‘IV ,
c Elpl:':.l;lg;* the usess Pk
3) Click on the red “X” at the end of the row for roles you want to delete.
Doe, Joe (briantramstestum@example.com) o
Manage User Roles
User Information
Add/Update User Rales
2 Sptem RoleCazegory  Roke "ff::"""""" Srganizaten ante Jusiticansian Document Commenzs @ © ©
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4) The Status column will change from Approved to Deleted for each role
that is deleted.

Manage User Roles

User Information

full Name  Wrs e Tne Usernmm i
Add/Update User Raoles
+ Spmem RoleCategory  Role ff':‘:"“"""l arganzaton CostCaneer Juzzcaton Document Statue Comments o o ©
T [l ®
5) Once all desired roles have been removed from the user’s role list,
click Submit to save the deletions. Click Cancel to undo any deletions
and leave the form.
Syseer Rolc Catcaory  Rox ':.’;'fj"f'““” Omnizatlon  CostCenks Jazificanion Document  StaRus Comments o o ©
Ted Rezpiznt Man ng dc ] x
Tras o R Hap ¥ ”.' Iy N} x
a2y epkent Allmrey gk -;- n s

6) The User Roles Updated page will display. Click Close to return to
the Related Actions page.

User Roles Updated

Tne user's role changes are currently heing processed. It may take a faw minutes for all changes to appear on the user's record
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6.3.4 Update Role Documentation

The User Manager may further need to manage role documentation or add
a role comment for a user. Role documentation can only be updated for roles
in “Requested” status. These updates may be necessary if the wrong
document was uploaded or additional documentation was requested by the
LSM, Validation Analyst or GSM reviewing the role request.

To manage role documentation for a user:
a. Go to the user’s record and click Related Actions.
b. Click Manage User Roles.

Primary Reporter, adot (aaria.primaryreporter@dot.gov)

Summary User Details User Roles History News Related Actions

’ Edit Profile
Edit Profile

‘, Manage User Roles
Add or Delete user roles

5 Deactivate User
Deactivate User Account

c. The Manage Roles page is displayed, allowing the User Manager to
manage documentation.

Manage User Roles

User Information
Full Name adot Primary Reparte Username ria primaryreporterad
Title Test Use: status

User Type Organizat

Add/Update User Roles

d. The User Manager may select the hyperlink for any document to view
the contents. The associated document will open within the appropriate
application for viewing. Selecting the hyperlink for the document will
download the document for review.
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Manage User Roles

User Information

FullName adoterimayReporer . username ar

Add/Update User Roles

To switch a justification document for a specific role, click on the Edit
button next to the appropriate role and then click on the red “X” for
the document (s) you wish to delete.

Manage User Roles

User Information

Full Name  adot Primary Reporte Username ar

Add/Update User Roles

At this point, either select an existing document to assign to the role by
clicking the required document or click the Upload button to upload a
new document. A Justification Document Template. For more details on
how to upload a new document, see either Manage Role
Documentation action or the Add Role section.

Role Comments can be directly added or edited. Changes will
overwrite the existing comment.

Once all changes have been made, click Submit.

The User Roles Updated page will display. Click Close to return to
the Related Actions page.

User Roles Updated

ser's role changes are currently heing peocessed. It may take a taw minutes for 21l changes to appear on the user's record

CLOSE
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6.3.5 Related Action: Deactivate User

Deactivating a user will deactivate the user across the entire FTA platform —
the user will be unable to log in and will have access to all systems (e.g.,
TrAMS, NTD and DGS) terminated. As part of deactivation, user roles are
removed. Users can only be deactivated by individuals who have
permission to delete all the assigned roles. For example, if a user is associated
with multiple organizations, the User Manager for any single organization
will not be able to deactivate the user. Instead, the User Manager can remove
user roles to remove the user’s access to their organization, or, in an extreme
situation, the User Manager can contact their LSM or Validation Analyst
for further support. Only users with account status Active or Active
(Locked) can be deactivated. A user’s status can be found on their User
Details page.

To deactivate a user:

1) Go to the user’s record and Click Related Actions and then click
Deactivate User.

Primary Reporter, adot (arya.primaryreporter@test.com)
Summary User Details User Roles History News

Edit Profile
Edit Profile

Add or Delete user roles

*
? Manage User Roles
*

Deactivate User
Deactivate User Account

C Reset PIN
This will reset the user's PIN

2) Ifthe User Manager, LSM, Validation Analyst or GSM does not have
approval to deactivate the user, the Deactivate User page will display a
ribbon message. In this case, you can remove the user’s access t0 your
organization by going to Manage Roles and removing all roles for
your organization(s).

Primary Reporter, adot (aaria.primaryreporter@dot.gov)

e Relalvd Adtions

Deactivate User

User Information

system Cost Center
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Otherwise, the Deactivate User page will display with a presentation
of basic User Information, the User’s Roles You Can Manage, and
the Tasks Assigned Directly to the user.

Deactivate User

User Information

Full Name

Juser's Roles You Can Manage

Click Cancel at the bottom of the page to return to the Related Actions
page without saving any changes.

Enter any comments/justification for the deactivation and click
Deactivate to proceed with the user deactivation. Comments are
required.

Deactivation

mments *

Comments

If any open tasks are directly assigned to the user (not to the user’s role
groups), the following prompt will appear: “Warning: This user has
been assigned one or more tasks. Deactivating this user will cause the
tasks to be left unattended. Are you sure you want to deactivate this
user?” Select Yes to proceed with user deactivation. Select No to cancel
the deactivation.

Warning: This user has been assigned one or more tasks.
Deactivating this user will cause the tasks to be left unattended.
Are you sure you want to deactivate this user?

YES NO

The user also needs to confirm the deactivation in the case where
there are no unattended tasks. Select Yes when prompted with the
question “Are you sure you want to deactivate this user?” to proceed
with the user deactivation. Select No to cancel the deactivation:
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Are you sure you want to deactivate this user?

YES NO

8) On selecting Yes, the system will proceed with deactivation. The
Deactivation in Progress page will display. Click CLOSE to go back
to the Related Actions or REFRESH to refresh the page.

Deactivation In Progress

ay take a few minutes for all changes to appear on the user’s record. Click the Refresh button after a minute t

REFRESH

9) The user and all the user’s assigned managers within the system will
receive an automatic email that will alert them that the account has been
deactivated.

From: FACES System Administrator
Subject: ALERT: Account Deactivated

Dear fia sungkyun kim ctr FACES - FTA,
Your account has been deactivated. You can no longer login to the following
applications:

» FACES
Please contact yvour immediate user manager(s) if vou need access reinstated.

If you need assistance please call your application help desk.
FACES Help Desk at FTAITHelpdesk@dot.gov

‘ Federal Transit Administration
hittps://wnww_transportation. gov/

U United States Department of Transportation
Federal Tronsit 1200 New Jersey Av SE, Washington DC 20590
Administration

#=x% This is a system generated email. Flease do not reply.

Action: Review Role Requests

Some roles added by User Managers require elevated approvals. This includes
the TrAMS Recipient roles (Submitter, Official, and Attorney). No NTD or
DGS roles require elevated approvals currently. When these roles are added
on the Manage Roles page, a role request is generated. The appropriate
LSMs or Validation Analyst will receive an email notification with a link to
the Review Role Requests action. Role requests can be reviewed by any LSM
or Validation Analyst within the appropriate Cost Center. In extreme cases,
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GSMs can also complete the role request review. GSMs will see all active
role requests for their system.

To review a role request:
1) Go to the Actions tab and click Review Role Requests.

S Y —

Assign Bulk Roles
n ik Roles to Multipk

Review Unlock Requests Manage Acce:
Apprave or Reject Unlack Requests : e

2) The Approve Roles form will open.
3) Use the filters to narrow down role requests.

Approve Roles

System  NTD v Access Control -
Group

Role Categol ‘ Reporter
e - Cost Center

User ol .
Organization
CLEAR FILTER(S)
User Role Hote System  Access Control Group Cost Center Organization Document
Category
. > 4 ¢
LG e e e M Mot ox CEO Delegate  Reporter NTD Erik Chadwell (NTD Validation Analyst) ~ 78100-Region1 100 - Vermont Agency of Transportation -\
(ntd.njtransit.usermanager2@dot.gov) (VTrans)
ntd.userb.requestrole@fake.com 79000-Reglon 00041 - Alaska Rallroad Corporation
0 Dele F NTI A M alidation Analyst k-4

i st g o g CEO Delegate  Reporter NTD Matt Bonzek (NTD Validation Analyst) 1o it 1

@mail If Ps
ABCLICO, finaxcom st Reporter NTD Hillon Pecoraro(NTDValiaation 78100-Region 1 10040 - Southeast Area Transit (SEAT)  doc
(orguser.ntd@mailinator.com) Manager Analyst)
seat.ceo1@dot.gov (seat.ceo1@dot.gov) CEO Delegate  Reporter NTD Erik Chadwell (NTD Validation Analyst) ~ 78100-Region1 | Roe - Vermont Agency of Transportation ¢ 1o poc

(VTrans)

CANCEL

4) The pending role requests that the viewer has permissions to approve
will be visible. For each request, the user’s name, username, role, a link
to the justification document, and other key details will be included.

5) To review arole request, click the checkbox next to the user’s name.
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User Role z:'{igory System  Access Control Group Cost Center Organization Document

NTD Lillian Pecoraro (NTD Validation Analyst) ~ 78100-Region1 10040 - Southeast Area Transit (SEAT)

NTD Erik Chadwell (NTD Vali alyst) 78100-Region1 "o
79000 - Regioi 00041 - Alaska Railroad atior
NTD Matt Bonzek (NTD Validation Analyst) 0=Region: |/ 0004} Alasta Rallcoad Corparatian
(ARRC)
NTD Lillian Pecoraro (NTD Validation Analyst) ~ 78100-Region1 10040 - Southeast Area Transit (SEAT)
NTD Courtney Springer (NTD Validation 79000 - Region ORO1 - Idaho Transportation Department i my d
" Analyst) 10 (ITD) - )
NTD Lillian Pecoraro (NTD Validation Analyst) ~ 78100-Region1 10040 - Southeast Area Transit (SEAT)
= £ @ CEO ( C alidati 7810 1 sportati
seat CEO (seat.ceol@dot.gov) o Reporter NTD Erik Chadwell (NTD Validation Analyst) 78100-Region1
7 items
Requester Comments My Commen ts

submitting a requested role

CANCEL approvE |El3(Has

6) Additional details about the request will be displayed beneath the table
of requests. The reviewer can see any comments made by the requestor.

7) To review the associated justification document, click the document
hyperlink in the table. The document will be downloaded.

Role " Cost
B e ) r
User Role Category System  colter Organization Document
drminictrator] Resion 3 % 78300 -

.}umv strator] Region 3 nitial FTA Stall TEAMS 8300 NA NZA
(region3.administratort} Reviewer Ragion 3

1398 - WASHINGTON
Subsmitter WA 78300 - METROPOLITAM EA equesied

Submitter WMATA L Submitter Reciplent TraMS ',__"» ) } A\ ”-" IT"“E Requeste

(wmata.submitterd@fake.com) Region 2 TRANSIT AUTHORITY Document

(WMATA)

8) When the reviewer has reached a decision, enter any comments in the
My Comments box and then click either Approve or Reject. Comments
must be 4000 characters or less. Comment are required to be added.
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User Role Role System  Access Control Group Cost Center Organization Document
Category

Bala K (bala@mailinator.com) Cisnages Reporter NTD Lillian Pecoraro (NTD Validation Analyst) ~ 78100-Region1 10040 - Southeast Area Transit (SEAT

CANCE PGV | RejECT

9) You will be prompted to confirm your decision “Are you sure you want
to approve the selected role request?” Click Yes to approve. Select No
to cancel and return to the form. (If you clicked Reject, a similar
prompt will be given “Are you sure you want to reject the selected
role request?”)

Are you sure you want to approve the selected role request?

YES ‘ NO

10) Once a decision is submitted, the role request will disappear from the
table. The User Manager and impacted user will be notified of the
decision via email. If the role was approved, the role will be added to
the user’s account.

6.3.7 Action: Review Unlock Requests

FTA is required to comply with U.S. DOT Information Technology (IT)
Security guidelines. One key feature of this compliance includes automatic
account locks after 60 days of user inactivity. Since the FTA systems all reside
on the same software platform and use the common FACES access
mechanism, this security feature applies to all software systems onthe FTA
platform.

FACES automatically locks user accounts if the user has not signed into their
account within 60 days. The account lock prevents users from accessing any of
the software systems on the FTA platform. Automated warning emails are
issued to inactive users 15, 10, and 5 days prior to lockout.

Users are notified that their accounts have been locked via automated emails.
Users who are locked out will still be able to log into their FACES account, but
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their access will be severely restricted. The standard Appian tabs (News,
Tasks, Records, Reports, and Actions) will contain a limited amount of data
and security-related actions. For example, no tasks will be available.

Locked users can unlock their accounts via one of two methods: 1) correctly
answer previously set up security questions; or 2) submit an unlock request.
Both methods are available from the Actions tab. It is preferred that all users
attempt to self-unlock their accounts by answering their previously setup
security questions before submitting an unlock request; this is the quickest
and most efficient route to unlock an account. Once an account is unlocked,
the user’s access will be fully restored.

If Security Questions were not previously set up or the answers could not be remembered,
user will submit an Unlock Request by selecting Unlock Account from their Actions
tab. An email for the Unlock Request is automatically routed to the appropriate User
Manager.

After submitting the Unlock Request, the User Manager (UM), Local
Security Manager (LSM) or Validation Analyst will receive an email
notification of the unlock request with a hyperlink to review the request. Upon
receiving the Unlock Request, the UM, LSM or Validation Analyst can
either approve or deny the request. The user will receive an email notification
confirming either decision.

If the request is approved, the account will unlock, and all previous
permissions will be restored. If the request is denied, the account will remain
locked. If the account remains locked, the user should call their User Manager
directly to resolve the issue. If the appropriate User Manager is not known,
the user can call the Help Desk.

Note: | If the organization does not have a User Manager or the user is a User
Manager, the Unlock Request will go to the appropriate Local Security
Manager (LSM) for resolution. If the user belongs to multiple organizations,
the request will go to the appropriate User Manager of each organization.

To reply to an Unlock Request:
1) Navigate to the Actions tab and click Review Unlock Requests.
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it

MANAGE USERS REFORTS HELP CENTER

Recertify Users

Recortiy User Roleis)

&
Review Unlock Requests
Approve or Reject Unlack Requests

&
Manage Users
o 2 Vew Systerm User

Remove Bulk Roles
Buk

@
Manage Access Control Groups
Create or Ecit Access Cantrol Groups and Manage Organizstions

“
Manage System An

Manage Role

User Management

Review Role Requests

Manage Recertification

Manage User Role Certification Cycle

2) System Displays Review Unlock Request Page with locked user’s

3)
4)

5)

6)

information.

Review Unlock Request

Locked User

Alexa Hill

Sunjida Alam

tpm Management

SSOR Global Security Manager GSM
region1 Reviewer

FOS Local Security Manager LSM
FOS Global Viewer

TrAMS Global Viewer

regiont Local Security Manager LSM

SSOR Global Security Manager GSM

Username
alexa.hill@mailinator.com
sunjida.alam@hil.us
tpm.management1 @dot.gov
ssor.gsm13@dotgov
pawan.regionl.reviewers@dot.gov
fos.lsm16@dot.gov
fos.globalviewer1 4@dot.gov
demo.trams.tcrism@dot.gov
intakemanager.reg1@dot.gov

ssor.gsm7@dot.gov

Click the name of 3 locked user to view the user's unloc
System | - Access Control
Group
User Type = Cost Center
User

Organization

Request On
11/13/2020 3:40 PM GMT+00:00
11/10/2020 8:13 PM GMT+00:00
10/14/2020 5:36 PM GMT+00:00
7/14/2020 6:59 PM GMT+00:00
7/14/2020 5:01 PM GMT+00:00
7/13/2020 9:00 PM GMT+00:00
7/13/2020 8:59 PM GMT+00:00
7/13/2020 8:59 PM GMT+00:00
4/23/2020 8:45 PM GMT+00:00

3/10/2020 7:27 PM GMT+00:00

Lock Date

10/30/2020 1:22 PM GMT+00:00

11/10/2020 7:54 PM GMT+00:00

8/1/2019 9:49 PM GMT+00:00

7/14/2020 6:58 PM GMT+00:00

7/14/2020 3:57 PM GMT+00:00

7/13/2020 8:52 PM GMT+00:00

7/13/2020 8:55 PM GMT+00:00

7/13/2020 8:55 PM GMT+00:00

8/1/2019 9:51 PM GMT+00:00

8/1/2019 9:53 PM GMT+00:00

CLEAR FILTER(S)

Lock Reason

Inactivity Lock
Inactivity Lock
Inactivity Lock
Inactivity Lock
Inactivity Lock
Inactivity Lock
Inactivity Lock
Inactivity Lock
Inactivity Lock
Inactivity Lock

10 items

Click Close if no action is necessary to return to the Actions page.
If not, select the link representing the name of the user that needs to be

unlocked.

The Review Unlock Request page will display the user’s detailed

information.

Validate the User Information and review the Request Comments

section.
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User Information

Full Name TraMs Global Viewer Username deme.trams.tcrlsm@dot.gov

Title Test User Status Active (Locked)

User Type FTA

Roles

Role | Role Category System Access Control Group Cost Center Organization Document status
Local Security Manager (LSM) FTA Staff TrAMS Office of Givil Rights 68000 - Office of Civil Rights /A /A Approved
Budget Analyst FTAStaff TraMS Office of Budget and Policy N/A N/A A Approved

Request Comments

sunnie needs approval 7/13

Reviewer Comments

ommen n the User's profile in the History’ dashboard
BACK ApPROVE |iSlZa

7) If no action is necessary or more information/justification is needed,
select Back to return to the Review Unlock Request page without
acting on the Unlock Request.

8) Otherwise, enter any text pertinent to the unlock of this user in the
Reviewer Comments window. Click Approve to approve the request
and click Reject to reject the unlock request.

Request Comments

ust returoed from a 3 manth leave of ahsencs and now nesd access 10 My account

Reviewer Comments

e Trieds bt e B izt 2 vod
his unlock request has beer ified IPRrover

BACK APPROVE REJECT

9) A message will display asking the user to confirm his or her decision.
Select Yes to proceed or select No to remain on the review unlock

request page.

Are you sure you want to approve the selected user's unlock
request?

NO YES

10) A message will display that indicates the decision for the Unlock
Request is being processed. Click Close.
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Unlock In Progress

k request is being processed, It may take a few minutes for all changes to appear on the user's re

11) The Review Unlock Request page displays. The Unlock Request is
no longer listed.

Note: | There may be other Unlock Requests in the queue. Select Close to
return to the Actions tab.

Review Unlock Request

Locked User Username Request On | Lock Date Lock Reason

12) The user will receive a confirmation email regarding the approval or
rejection of their request.

From: FACES System Administrator
Subject: Account Unlock Request Approved

Your account unlock request in TrAMS has been approved.
Your account permissions have been reinstated. You can access TrAMS at this time.

Please do not reply to this email. This is an automated message.

6.3.8 Related Action: Unlock User

If any user is locked in the system, an additional related action will become
available on the user’s record, Unlock Account. This related action allows a
User Manager, LSM, Validation Analyst or GSM (as appropriate) to
unlock a user directly from the user’s profile. This related action will remain
visible if the user’s record is locked. It is intended as a backup method of
unlocking an account.

To unlock auser’s account from the profile related action:
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1) Navigate to the user’s record and click the “Unlock User” related

action.

UImImary User Det : - =

l, Deactivate User

TFa_ns-,.il_t-Rider, Sophia (transit.user@fake.com)

New Related Acbons

e

2) A page will display information about the user’s account, the reason
for the account lock, and the user’s unlock request.

Unlock User

User Information
Full Name
Title
User Type
Lock Information

Lock Reason Lock Date

Lock Information

Status Request Date
Rejected

Comments

CANCEL

nacthaty Lock 1001772017 9:29 PM EDT

User Comments

Username

Status

Locked By

mprtiuck

Reviewer

No Record
Comments
nactive for 60+ days
Reviewer "
Comments Review Date

/2017 3:26 PM

susmiIm

3) Enter a comment justifying the unlock action, as needed, and then click

Submit.

Comments

lT-us unlack request |s aparoved I

CANCEL

SUBMIT

4) In the confirmation screen confirm you want to unlock user.
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Are you sure you want to unlock 10134.ceo1@test.com?

o

5) On selecting Yes, the system will proceed with deactivation. The
Unlock in Progress page will display. Click CLOSE to go back to
the Related Actions or REFRESH to refresh the page.

Unlock In Progress

The user is being unlocked. It may take a few minutes for all changes to appear on the user's record. Click the 'Refresh’ button after a minute to confirm that the user has been unlocked.

CLOSE REFRESH

Note: | Whenever any user is unlocked after being locked due to re-certification
then all that user's active roles will be automatically re-certified.

6.3.9 Related Action: Reset PIN

If a user cannot remember either their existing PIN or security question
answers, the user can contact someone in their users’ management chains
(User Manager, LSM, or GSM) to reset their PIN.

Note: | The Reset PIN action only appears for User Managers, LSMs or GSMs.

How to reset a user’s PIN:
1) Navigate to the user’s record and select Related Actions.
2) Click Reset PIN.

summary User Details User Roles History News Related Actions

? Edit Profile
Edit Profile

? Manage User Roles
Add or Delete user roles

* Deactivate User
Deactivate User Account

c Reset PIN

This will reset the user's PIN
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3) The Reset PIN page displays a warning message and notifies the user
management chain that they are about to reset a user’s PIN and please
verify that request to reset the user’s pin came from the intended user.

Note: | There is no verification in the system for PIN Reset requests. Once
the PIN is reset, the previous user PIN is no longer valid.

-

Reset PIN for adot Primary Reporter

This will completely remove the user's original PIN, and allow them to enter a new PIN. Please verify that the request is authentic before proceeding.

CANCEL

4) Select Cancel to return to the previous page without saving any
changes.

5) Select Submit to finalize resetting the user’s PIN.
6) The Related Actions page displays.

6.4. Reviewing Monthly User Comparison Report

The User Comparison Report script generates a report that displays all users that hold both an
account in the same system with supervisory roles and an account with non-supervisory roles.

It collates user data across several tables - including contact and address information, then
compares users with supervisory roles against those with non-supervisory roles. The resulting
report shows a row for each pair of roles across two different accounts held by the same person:

e Supervisory, and
e Non-supervisory.

The recipients of the report are the Global Security Managers (GSMs).

Once the report is received, the expectation is to investigate any items in question within the
report.

7. Recertification

Recertification is a process that requires the user’s manager to review and recertify (or reject)
a user’s system roles to satisfy DOT security requirements. The recertification process
happens annually, and the user’s managers must review and re-certify all users that report to
them.
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7.1. Help Desk Information

The recertification process trigger systems on the TrlAD platform to send email
notifications to role management users (Certifiers) alerting them when they are required
to recertify users. After receiving the email notification, each Certifier has a certain
number of days to recertify the user group specified in the email. The email will
provide this timeline. Users who are not recertified will have their roles removed;
users with no roles will be automatically locked out of the system. Users who have
multiple roles will have to have each role recertified by their Certifier; the Certifier
may elect to only recertify some of a user’s roles. In this situation, the user will
lose only those roles and will not be locked out of the system. Users who have lost
roles or have been locked out of the system will have to contact their Certifier to
reinstate their roles. The Certifiers (GSMs, LSMs, User Managers) are required to
recertify users with a specific period, depending on the system. This period is called
the recertification window.

Note:

If a user becomes locked, they can self-unlock themselves or submit unlock requests
as detailed in Section 7.2.

How to recertify a user role:

1)
2)

3)

Certifier logs into System and clicks Actions.
Click Recertify Users.

= ¥ il e
MANAGE USERS ACTIONS REPORTS HELP CENTER User Management ~ Q) Feoer rarst Admnairaiion

= & &

Assign Bulk Roles Create and Manage Users Create Multiple Users

The Recertify Users page is displayed, allowing the Certifier to filter users to
recertify.
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Recertify Users
System - Access Control ~ “cecrz Group >,
Group
User Type  “= i Cost Center  oiocr = (ost Cenier M
Locked @Al [ Yes No
Organization

Filter userswithno
User Managers? CLEAR FILTER(S)

vUsers Requiring Recertification

Select one or more users to re-certify. Select one user at a time to manage roles.

User Username Type Organization Locked Last Login Date Active?
] User Man il com O Nizati 1 - Arizona Department of Transportation (ADOT)  No 10/6/2020 9:56 AM EDT V]
| TestMan 1 ilinator.com o 2 ks Depatimest of sl biion No 10/6/2020 9:56 AM EDT )
(ArDOT)
NTD UMSupervisor ntd.umsupervisor FTA NA No 10/6/2020 9:56 AM EDT V]
user.manager. ili .com user.manager. ili com O izati 1 - Arizona Department of Transportation (ADOT)  No 10/6/2020 9:56 AM EDT (]
Henry Cooper henry.cooper Organization 5?2 c-);ﬁ;p;ﬂaﬁon Coneciot Degevtment No 10/6/2020 9:56 AM EDT [}
David Manager david.manager FTA N/A No 10/6/2020 9:56 AM EDT (]
NTD Anaist2 ntd.Analyst2 FTA N/A No 10/6/2020 9:56 AM EDT (]
NTD UMSAnalyst ntd.UMSAnalyst FTA N/A No 10/6/2020 9:56 AM EDT <
Derek Long derek.long@mailinator.com Organization 1353 - Barnstable, County Of (CAPE CODE COM.) No 10/6/2020 9:56 AM EDT (V]
5907 - Transportation Ost-wcf, United States Dept
Frankie Whatson frankie.whatson@mailinator.com Organization OFAASC SVC120) No 10/6/2020 9:56 AM EDT ]

1403 - Transportation, Maryland Department Of
(MDOT)

1-100F3047 > »

CLOSE GENERATE REPORT

4) A Certifier can download a report for users that require recertification, based
on the filters applied, by clicking on Generate Report.

a. The system displays a confirmation message.

Generate Report?

Are you sure you wish to generate a report with these filters?

b. A link to the report will be available to download shortly after as well as
emailed to the Certifier.
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Sunnie DGSadmin sunnie.dgs@sysadmin.com FTA NA No 9/10/2020 5:00 PM EDT °
ripta Viewer ripta.viewer1 @dot.gov Organization ~ 1R07 - Rhode Island Public Transit Authority (RIPTA)  No 10/6/2020 9:56 AM EDT ©
ripta Safety Editor ripta.safetyeditort @dot.gov Organization  1R07 - Rhode Island Public Transit Authority (RPTA)  No 10/6/2020 9:56 AM EDT ©
tom Local Security Manager LSM tpm.Ism3@dot.gov FTA N/A No 10/6/2020 9:56 AM EDT )
toa Validation PM toawvalidationpm1@dot.gov FTA NA No 10/6/2020 9:56 AM EDT )
1-100f252 > »
GENERATE REPORT
vRecently Generated Report(s)
Documents will anly be available to download for 1
Download Link(s)
12/28/2021 11:51:32 Recertify Users Export for sunnie.tramsgsm@dot.gov.xlsx
12/28/2021 11:25:06 Recertify Users Export for sunnie.tramsgsm@dot.gov.xlsx
v Users Requiring Recertification
User Username Type Organization Locked Last Login Date Active?
User Man szdotuserman@mailinator.com Organization 1 - Arizona Department of Transportation (ADOT)  No 10/6/2020 3:56 AM EDT ]
3B 2 - Arkansas Department of Transportation %
Test Man 12345testman@mailinator.com Organization (ArDOT) No 10/6/2020 9:56 AM EDT <
user.manager.test@mailinator.com user.manager.test@mailinator.com Organization 1 - Arizona Department of Transportation (ADOT)  No 10/6/2020 9:56 AM EDT (]
12 - Massachusets tment of Public Utilii
massdor NTD Contact massdot.ntdcontact] @dot.gov Organization (o assachusetts Deparment OLEUBliCUNNES, | o 10/6/2020 9:56 AM EDT V]
conndot Developer conndot.developer1@dot.gov Organization 1 - Arizona Department of Transportation (ADOT)  No 10/6/2020 9:56 AM EDT )
12 - Massachusete tment of Public Utilii
massdot User Manager massdot.usermanager2@dot.gov Organization == assachusstsDepanmentotPubllaliriities, | 2 10/6/2020 9:56 AM EDT ©
1 - Arizona Department of Transportation (ADOT)
Aiden A. A siden.al@mailinator.com Organization 12 - Massachusetts Department of Public Utiliies  No 10/6/2020 9:56 AM EDT )
(DPU)
Cardamom Roundsworth cpucPrimary@mailinator.com Organization 3 - California Public Utilities Commission (CPUC) No /6/2020 9:56 AM EDT
1- Wisconsi rtment rati
SSOR User Manager ssor.umi@mailinator.com Organization fm‘séc‘fnc"s e AR No 10/6/2020 9:56 AM EDT )
(W
2- Massachusert: tment of Public Uit
dpu User Manager dpu.usermanager! @dot.gov Organization jDN")a sachusests Department of Public Utilites 10/6/2020 5:56 AN EOT ®
1-100f74 > »
v User Roles
Username System Role Role Access Control Group Cost Center Organization Lax Cerficd Certified?
Category Date
2 i User SSOR Local Security 74000 - Office of TransicSafery 1 - Arizona Department of s ’
dotsermsngimaiimatir.com | S50R 50 Manager Managers (LSMs) and Oversight Transportation (ADOT) 220 N
v User Roles
Username System  NO€ Role Access Control Group Cost Center Organization Last Certified Certified?
Category Date
~ I User SSOR Lacal Security 74000 - Office of Transit Safety 1 - Arizona Department of R,
R ETE I ERED | 200 =9 Manager Managers (L5Ms) and Oversight Transpartation {(ADOT) 22220 Ho
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Recertification Comments &

Characters Remaining:

CLOSE

Document &

urLoan [

Document Name

Characters Remaining: 255 / 255

‘ GENERATE REPORT H MANAGE ROLES H DE-CERTIFY

CERTIFY

a. Username with user details is displayed on the table.
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b. Certifier then enters Recertification Comments. Recertification
Comments are required.

c. Can upload any supporting documentation.
d. Enter Document Name.

e. Ifauser is active and needs recertification of role(s) and mange role(s)
at the same time, the Certifier can use the Manage Roles button.

f. If a User is locked, the Certifier can click on the Close button and
return to the Action Page or navigate to the Manage Roles Related
Actions if needed to recertify and manage roles:

vUser Roles

Username System  Role Category  Role Access Control Group ~ Cost Center Organization Lest Certified Date  Certified?

wmata.resdonly3@dotgov  TrAMS. Recipient Resd Only  Region3 78300 - Region 3 ;i?:;r;m&i‘::)”ewP“m" AreeTransic 50020 Mo
Recertification Comments Document ©

upLoAD | [ Drop file here
Document Name
4

Characters Remaining: 4000 / 4000 Characters Remainin, \g: 255/ 255

¥ou may not manage roles for lacked users

Please unlock the user prior to managing user roles
‘ GENERATE REPORT ” MANAGE ROLES H DE-CERTIFY ‘

See Section Manage User Role for how to manage user’s roles.
g. Click on the De-Certify button:
i. The system displays a confirmation message.

Decertify Role(s)

Are you sure you want to decertify the roles for the selected
users? If the User has no other roles, they will become
deactivated.

NO

ii. The Certifier will click the Yes button.
iii. The user’s role is de-certified.

User Guide, 6.5 UNCLASSIFIED Page 129 of 140
FACES



UNCLASSIFIED

e [fa user has any existing roles, then roles that are de-
certified will be deleted.

e Ifa user has no other existing certified roles the
decertify action will deactivate the user.

h. Can click on the Certify button:
i. The system displays a confirmation message.

Certify Role(s)

Are you sure you want to certify the roles for the selected users?
Only roles that require recertificatior

ii. The Certifier will click the Yes button.
iii. User’s role is certified until next year.

Note: If the certifier does not recertify their assigned users before
the end of the recertification window, all the uncertified
users will be locked. Users locked because of
recertification activities will receive an email to inform
them, they no longer have access to the system. If they are
not unlocked within two weeks, users locked because of
recertification activities will be deactivated.

7.2. User Lock/Unlock Request Process

A user account can be locked if a Certifier does not recertify the user’s role during
the recertification period. The user will be required to submit an Unlock My Account
request from his or her system. A locked user cannot perform any action on the
system until his or her account is unlocked.

How a user can request to have his or her account unlocked:
1) User logs into System.
2) User clicks Unlock My Account.
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Welcome to the Transit Integrated Appian Platform!

Current user: System Administrator, FACES
Last Login Date: 10/5/2020 10:25 AM EDT

& Unlock My Account

Unlock Account or Submit Unlock Request

8 Your Account has been locked. Please click on "Unlock My Account” to unlock your account.

3) The System displays the Unlock Account page.
4) User enters comment and clicks Submit button.

Unlock Account

YOu Nave NOL S&1 up SCCount Securily questions. You are only allowed 1o send 3 request 1o your leadership (User Manager or Lotal Security
Manager as apperopriate

Options *

CANCEL | SuUBMIT

Note: | The user will not be able to select the Answer Security Questions option.

7.3. Certifier Unlocking User’s Locked Account

If a user submits an unlock request during recertification, their Certifier will receive an
email notification to unlock the account. A user account locked during recertification
will be deactivated two weeks after the end of the recertification window if the
Certifier does not unlock the account.

Hint: Alternatively, a certifier can use Unlock related action to unlock locked users. There is no
mandate for users to submit unlock request in this case.

How a Certifier can unlock a user’s account:
1) Certifier logs into System and clicks Actions.
2) Certifier clicks Review Unlock Request.

User Guide, 6.5 UNCLASSIFIED Page 131 of 140
FACES



UNCLASSIFIED

¥ i

MANAGE USERS ACTIONS REPORTS HELP CENTER

&
Create and Manage Users
= sate or Activate 3 New System Use
&3
Recertify Users Remove Bulk Roles
Recertify User Rolets) for Acti Remave Roles in Bk
Man.
dit Ac

L]

Manage System Announcements
Managa System Announ

User Management ~ 0 @ o

&
Create Multiple Users
Uplosd Information for Multiole New Users

3) The System displays Review Unlock Request page.

4) Certifier clicks on locked username.

Review Unlock Request

Locked User Username Request On | Lotk Date

Lock Reason

Lo

Roles

cked for Uncertified Roles

5) The System displays User information page.

6) Certifier may enter text to explain the unlock action in the Reviewer

Comments section.
7) Certifier clicks on Approved button.

Review Unlock Request

User Information

Full Name O Oipa Boowe Username
Tide DOL N Stetus  ActveLoowes

User Type U
Roles
Rats 1 Rele Category Yymem Cont Center Organtzation Ratut

mer Warege” c M Aparovee
- -

Reviewer Comments
BACK L1 1
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8) Inthe confirmation screen confirm you want to unlock user.

Are you sure you want to unlock 10134.ceo1@test.com?

.

9) On selecting Yes, the system will proceed with deactivation. The Unlock in
Progress page will display. Click CLOSE to go back to the Related Actions

or REFRESH to refresh the page.

Unlock In Progress

The user is being unlocked. It may take a few minutes for all changes to appear on the user's record. Click the ‘Refresh’ button after a minute to confirm that the user has been unlocked.

CLOSE REFRESH

Note: | Approving the request automatically re-certifies/reinstates the user’s role.
Certifier can reject the unlock request and the user account will continue to

remain locked.
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Appendix A: Acronyms and Definitions

The following table provides definitions for abbreviations and acronyms used in this document.

Acronym Definition
DGS Discretionary Grant System
DOL Department of Labor
DOT Department of Transportation
ECHO-Web Electronic Clearing House Operation Web
FACES FTA Access Control and Entry System
FTA Federal Transit Administration
GSM Global Security Manager
LSM Local Security Manager
NTD National Transit Database
SSOR State Safety Oversight Reporting
TrAMS Transit Award Management System
UM User Manager
URL Universal Resource Locator (i.e., web address)
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Appendix B: User Role Rules

This appendix contains user role assignment rules by system (e.g., TTAMS, NTD or DGS). For
information about the privileges a role confers, see the appropriate user guide for the system

in question.

1. FTA Platform Rules

1) FTA user type is platform wide.

2) FTA users can only be assigned roles that match their platform user type.

3) FTA Users can only be assigned FTA user roles.

4) Organization users can only be assigned organization user roles.

5) External users can only be assigned roles that match their external user subtype.

a. Auditors can only be assigned auditor roles.

b. Contractors can only be assigned contractor roles.

C.

2. NTD Rules

DOL Users can only be assigned DOL roles.

General Rule: Each reporter user can have up to two roles per Reporter organization (if a
user has two (2) roles, one role must be User Manager.)

NTD Reporter Role

User Manager

" Rules

The User Manager role can be held in combination with any NTD
Reporter role except Viewers.

User Managers can create all other users within a Reporter
organization.

CEO

The CEO role must be assigned by an FTA user.
The maximum number of CEOs within a single Reporter organization is one

).

NTD Contact

The maximum number of NTD Contacts within a single Reporter
organization is one (1).

Editor

Multiple users can be assigned the Editor role.

Viewer

Multiple users can be assigned the Viewer role.
Viewers cannot also be assigned the User Manager role.

Safety Contact

The maximum number of Safety Contacts within a single Reporter
organization is one (1).

Safety Editor

Multiple users can be assigned the Safety Editor role.

Safety Viewer

Multiple users can be assigned the Safety Viewer role.
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CEO Delegate e  Multiple users can be assigned the CEQO Delegate role.
e Only CEOsand CEO delegates can assign the CEO delegate role.

3. TrAMS Rules

TrAMS Recipient Roles | Rules

Read Only e The Read Only role cannot be assigned at the same time as any other
recipient roles within a single recipient organization.

User Manager e The User Manager assignment must be approved by an LSM or GSM.
Submitter e The Submitter assignment must be approved by an LSM or GSM.
e Role assignment requires attachment of Delegation of Authority letter.
Developer e No rules apply to this assignment
Official e The Official assignment must be approved by an LSM or GSM.
e Role assignment requires attachment of Delegation of Authority letter.
Attorney e The Attorney assignment must be approved by an LSM or GSM.
e Role assignment requires attachment of Delegation of Authority letter.
Civil Rights e No rules apply to this assignment
FFR Reporter e No rules apply to this assignment
MPR Reporter e No rules apply to this assignment
JPC Procurement e No rules apply to this assignment
Officer
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TrAMS FTA Roles |

The table below shows which roles are applicable to each Cost Center

Office of .
_ _ Office of the| Communicatio | Office of | Office of Office of _ Office of
Office of Office of Chief n and Program Budget Research, Office of | pjanning and
Administrato | Administration Counsel Congressional | Manageme and Demonstration C!VI| Environment
r Affairs nt Policy ' anq Rights
Innovation
TOA TAD TCC TCA TPM TBP TRI TCR TPE

TrAMS Roles - 61000 62000 63000 64000 65000 66000 67000 68000 71000

FTA
Supervisor Yes Yes Yes Yes Yes Yes Yes Yes Yes
Local Security Yes Yes Yes Yes Yes Yes Yes Yes Yes
Manager
Intake Manager Yes Yes Yes Yes Yes Yes Yes Yes Yes
Pre-Award Manager Yes Yes Yes Yes Yes Yes Yes Yes Yes
Post-Award Manager Yes Yes Yes Yes Yes Yes Yes Yes Yes
Reservationist Yes Yes Yes Yes Yes Yes Yes Yes Yes
Administrator Yes Yes Yes Yes Yes Yes Yes Yes Yes
Director Yes Yes Yes Yes Yes Yes Yes Yes Yes
Director of Operations Yes Yes Yes Yes Yes Yes Yes Yes Yes
Initial Reviewer Yes Yes Yes Yes Yes Yes Yes Yes Yes
Technical Reviewer Yes Yes Yes Yes Yes Yes Yes Yes Yes
Environmental Yes Yes Yes Yes Yes Yes Yes Yes Yes
Reviewer
Civil Rights Officer Yes Yes Yes Yes Yes Yes Yes Yes Yes
Legal Counsel Yes Yes Yes Yes Yes Yes Yes Yes Yes
Read Only Yes Yes Yes Yes Yes Yes Yes Yes Yes
Budget Director No No No No No Yes No No No
Budget Analyst No No No No No Yes No No No
Vendor Setup No No No No No Yes No No No
Apportionment No No No No Yes No No No No
Manager
Transit Director No No No No Yes No No No No
Discretionary Admin No No No No Yes No No No No
TCA Recorder No No No Yes No No No No No
DBE Approver No No No No No No No Yes No
Dataset Administrator No No Yes No Yes No No No Yes

4. DGS Rules

DGS RecipientRoles | Rules

Program
Admin/Manager

e The Program Admin/Manager role can be held in combination with any
DGS role except.

e Program Admin/Manager with the GSM role can create all other users

within the DGS system.

e Multiple users can be assigned the Program Admin/Manager
with/without the GSM role.
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GSM e The Program Admin/Manager with the GSM role must be assigned by an FTA
user.

Team Lead e Multiple users can be assigned the Team Lead role.

Reviewer e Multiple users can be assigned the Reviewer role.

5. SSOR Rules

SSOR Roles " Rules

p e The Program Management Lead role can be held in combination with
rogram Management
SSOR GSM role.
Lead
GSM e The Program Management Lead with the GSM role can create all other users
within the SSOR system.
LSM e Any of the FTA SSOR role can be conjunction with LSM (example:
Validation Lead)
Program Management e Multiple users can be assigned the Program Management Team
Team Member Member
User Manager e User Manager role be held with Primary or Alternate Reporter.
6. CRM Rules
CRM Roles " Rules
GSM e Has access to all FACES functionality to manage, create, and recertify
global users.
Global Viewer e No rules apply to Global Viewer.
FTA User e Created by GSM and has only access to reports and view privilege of all the
global users.

7. FACES Rules

FACES Roles " Rules

GSM e Has access to all FACES functionality to manage, create and recertify
global users.
User Details Report e Only has access to User Details, User Deactivation History, and
Global Viewer Supervisor Hierarchy reports
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FACES Tier-1 Helpdesk e Only has access to User Details, User Deactivation History, Recertification
Viewer Status, and Supervisor Hierarchy reports

FACES Tier-1 Helpdesk e Has access to Manage System Announcements, Send ad-hoc emails, and
Lead reports

8. ECHO-Web Rules

ECHO-Web Roles ' Rules

GSM e Has access to all FACES functionality to manage, create, and recertify
global users.
Global Viewer e Has read only access to payment requests and account management.
Grantee e A maximum of 2 grantee role(s) can be assigned to an organization
Approving Official e A maximum of 1 grantee role can be assigned to an organization
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Appendix C: FTA Cost Centers

FTA is organized into 10 Regional FTA offices and 11 FTA Headquarters offices. These “cost
centers” have acronyms and numbers that are used throughout FACES. Each organization is
tagged to a cost center. The FTA cost centers are:

Cost Center Name Acronym  Number
FTA Regional 1 Office TRO-1 78100
FTA Regional 2 Office TRO-2 78200
FTA Regional 3 Office TRO-3 78300
FTA Regional 4 Office TRO-4 78400
FTA Regional 5 Office TRO-5 78500
FTA Regional 6 Office TRO-6 78600
FTA Regional 7 Office TRO-7 78700
FTA Regional 8 Office TRO-8 78800
FTA Regional 9 Office TRO-9 78900
FTA Regional 10 Office TRO-10 79000
Office of Administrator TOA 61000
Office of Administration TAD 62000
Office of the Chief Counsel TCC 63000
Office of Communication and Congressional Affairs TCA 64000
Office of Program Management TPM 65000
Office of Budget and Policy TBP 66000
Office of Research, Demonstration and Innovation TRI 67000
Office of Civil Rights TCR 68000
Office of Planning and Environment TPE 71000
Office of Transit Safety and Oversight TSO 74000
Office of Regional Services TRS 78000

Table 1: FTA Cost Centers
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